NOTICE OF MEETING OF THE COMMISSIONERS’ COURT OF
HOCKLEY COUNTY, TEXAS

Notice is hereby given that a Special Meeting of the above named Commissioners’ Court will be
held on the 31% day of July, 2019 at 10;00 a.m. in the Commissioners’ Courtroom, Hockley County
Courthouse, Levelland, Texas, at which time the following subjects will be discussed tofwit:

1. Read for approval the minutes of the Special Meeting of the Commissioners’ Court held on
Wednesday, July 24, 2019,

2, Read for approval all monthly bills and claims submitted to the court and dated through July
29, 2019. '

3. Consider and take necessary action to Nunc Pro Tunc item 4 of the minutes from the Special
Meeting of the Commissioners’ Court dated July 24, 2019 to read as follows: Consider and
take necessary action to approve the Treasurer’s Quarterly Financial Report.

4, Consider and take necessary action to approve the Continuing Education Certificates of County
Treasurer, Denise Bohanan,

5. Consider and take necessary action to approve or reject bids for a security system submitted
by Justice of the Peace, Precinct 1.

6. Consider and take necessary action to approve the Master Service Agreement and Assurance
with Cyber Defense by and between CTSI and Hockley County.

Filed for Record
COMMISSIONERS? COURT OF HOCKLEY COUNTY, TEXAS. at____o’clock_"_M.

UL 2 h 20

BY: \j?{m&a.ﬁd%wbb | D Foba

Sharla Baldridge, Hockley Countf) Judge
Gounty Clerk, Hockley County, Toxas

1, the undersigned County Clerk, do hereby certify that the above Notice of Meeting of the above
named Commissioners’ Court, is a true and correct copy of said Notice on the bulletin board at the
Courthouse, and at the east door of the Courthouse of Hockley County, Texas, as place readily
accessible to the general public at all times on the 25™ day of July, 2019, and said Notice remained
so posted continuously for at least 72 hours preceding the scheduled time of said meeting.

Dated this 25" day of July, 2019.

-k,

Jennifer Palermo, County Clerk, and Ex-Officio : :-_:_'5

““uuuu,-,,

)
SRS e,

Iy &

Clerk of Commissioners’ Court, Hockley County, Texas

Vore 68 pacE 659



THE STATE OF TEXAS IN THE COMMISSIONER’S COURT
COUNTY OF HOCKLEY OF HOCKLEY COUNTY, TEXAS

SPECIAL MEETING
July 31, 2019

Be it remembered that on this the 31st day of July A.D. 2019, there came on to be
held a Special meeting of the Commissioners’ Court, and the Court having convened in Special

session at the usual meeting place thereof at the Courthouse in Levelland, Texas, with all the
following members present to-wit:

Sharla Baldridge County Judge

Curtis D. Thrash Commissioner Precinct No. 1
Larry Carter Commissioner Precinct No. 2
J. L. “Whitey” Barnett Commissioner Precinct No, 3
Thomas R “Tommy” Clevenger Commissioner Precinct No. 4

Jennifer Palermo, County Clerk, and Ex-Officio Clerk of Commissioners’ Court when the
following proceedings were had, to-wit:

Motion by Commissioner Barnett, second by Commissioner Thrash, 4 Votes Yes, 0 Votes No, that

the Minutes of a Special meeting of the Commissioners Court held on Wednesday July 24, 2019 A.D., be
approved and stand as read.

Motion by Commissioner Carter, second by Commissioner Clevenger, 4 Votes Yes, 0 Votes No,
that Commissioners Court approved all monthly claims and bills, submitted to the court, and dated
through July 29, 2019, A.D. be approved and stand as read.

voL. 68 e G600



Motion by Judge Baldridge, second by Commissioner Barneit, 5 Votes Yes, 0 Votes No, that
Commissioners Court approved to take necessary action to Nune Pro Tune item 4 of the minutes from
the Special Meeting of the Commissioners Court dated July 24, 2019 to read as follows: Consider and
take necessary action to approve the Treasurer’s Quarterly Financial Report. Treasurer’s 2"' Qtr, 2019
Financial Report recorded below. Originally heard Treasurer’s 2™ Qtr. 2019 Financial Report in
Commissioners Court dated July 24, 2019.

vo.. 68 par 661



TREASURER’S 2ND Qtr. 2019 FINANCIAL REPORT

THE STATE OF TEXAS
COUNTY OF HOCKLEY
AFFIDAVIT

The Treasurer's Quarterly Report includes, but is not limited to, money received and disbursed; debts due to {if known) and owed
By the county; and all other proceedings in the treasurer’s office that pertain to the Financial Standing of Hockley County.
{LGC 114.026(a)(b}}

The Treasurer's Books and the Auditor’s General Ledger agree. The Bank Statements have been reconciled; any adjustments
Have been noted.

The affidavit must state the amount of the cash and other assets that are in the custody of the county treasurer at the time of
The examination. {LGC 114.026 (d}} $21,190,337.65 Quarter’s Ending Balance

Any interest earned that is posted by financial institutions to our accounts on the last business day of the month is included
in the combined statement of receipts and dlsbursements i $149,644.53 Quarter’s Interest Earned

Commissioners’ Court having rewewed the Tre
accuracy and based upon presentations pf the
Review and request that it be filed with thé. offlaal rnmutes GSfAthlS meetlng {LGC 114 026{0)}

In addltmn, the beldy signattres affirm that the Treasurer % Report complles W|th statutes as referenced. {LGC 114.026(d}}

N TM:Q %%/ﬁ»/%c/a

h|rey Peﬁﬁer Auditor, Hock yCounty/ Date Sharla Baldridge, County Ju e
1ol e Aesont
Curtts Thrash Comm Pct. #1 Larry Carter, Comm. Pct. #2

m%tey Barneft, Comm. Pct. #3 /TGmm “Comm. PCL. #4

LT

L/
Sworn to & Subscribeg-to Before Me, by the County Treasurer, th@g@ﬁ‘%&&ﬂé{&;ﬁ oners Court
T b O ’.o
on this_cX f day of 2019, SO "'-?p"-’-
- =N
oo \@mﬁ/g Coutovet/ -0 449 wh Y, i A I 2
Jénifer Palgimo, County Clerk AW
5 «% .@?s
6 8 ra 4 Gt il Ll
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Treasurer’s Financial Report
Prepared by Denise Bohannon, Hockley County Treasurer

SECTION 1 — Cash Flow

Pages 1-5 Combined Statement of Cash Receipts and Dishursements
Includes Interest and Bank Service Charge

Pages 6-11 Bank Collateral
Pledged Securities the Banks have pledged on behalf of Hockley County

Page 12 Certificates of Deposit

SECTION 2 — Investments LoKg

Per the Public Funds Enves”%m'
Is required on a Quarteriy Ba
Information is provnded on 3

1gié§, the Investments Report
oners’ Court informed available

All investments are in cé}np
Investment Policy. The ihvestn
The investment as prioriﬁ;gs.y {

nd the Hackley County
uid cash flow and safety of

Investments — Funds are not imme
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DATE Q7/15/2019 11:22

ACCOUNT NAME

GRAND TOTALS

BEGIKNING
CASH BALANCE

CASH
RECEIPTS

COMBINED STATEMENT OF CASH RECEIPTS AND DISBURSEMENTS FROM APRIL

CASH
DISBURSEMENTS

TO JUNE GEL1Q03 PAGE

ENDING
CASH BALANCE

23,370,935.89

12,361,530.3

14,542,128.55~

21,190,337.65
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DATE 07/1%4/2019

2018

2019

2019

2019

2079

2019

2018

2019

2019

20138

2019

2019

2012

2019

083

084

085

o087

9)-1-]

089

090

081

082

083

0%4

095

0gé

098

19:22 COMBTNED 3TATEMENT OF CASH RECEIPTS AND DISBURSEMENTS FROM APRIL TO JUNE GEL103 PARGE
BEGINNING CASH CASH ENDING
ACCOUNT NAME CRSH BALANCE RECEIPTS DISBURSEMENTS CASH BALANCE

CA THEFT OF SERVICE

CASH 5,523.57 3,242_23 2,774.76- 5,891.04
FUND TOTALS 5,523.57 3,242.23 2,774.76- 5,991.04

SHERIFF WORK RELEASE PROGRAM

CASH 1,958.87 13.23 .00 1.972.10
FUND TOTALS 1,958.87 13.23 .00 1,972.10

HOCKLEY CO GRANTS FUND

CAsH 12,768.07 63,735.74 5,010.73- 71,493.08
FUND TOTALS 12,768.07 63,735.74 5,010.73- 71,493.08

HC JUVEKILE PROBATION FEES

CASE/AIM 17,062.38 311.43 -00 17,.373.81
FUND TOTALS 17,052.38 311.43 .00 17.373.81

PAYROLL CLEARING ACCOUNT

CASH/RSB 2,959.17 887,610.39 887,374.11- 3,195.45
FUND TOTALS 2,959.17 887,610.32 887,374.11~ 3,195.45

SETIZURE PRCCEEDS FURND

CASH/ASH 44,116.01 1,764.44 7,8%6,35~ 37,984.10
FUND TOTALS 44,116.01 1,764.44 7,896.35- 37,984.10
VENILE PROBATION FUND

CASH/AIM §1,159.64 48,810.33 52,153.6%1- 77,816.36

ACCOUNTS RECEIVABLE 97.75- .00 -00 97.75~
FUND TOTALS B1,061.8% 48,810.33 52,753.61- 77,.718.61
UVENILE PROBATION RESTITUTION

CASH 38,952.73 7.474.14 .00 46,426.87
FUND TOTALS 38,952.73 7,474.14 .00 46,426.87

HOCKLEY COUNTY COMMUNITY SUPER

CASH/ASE 135,449.82 83,440.29 89,677.14~ 139,212.97
FUND TOTARLS 135,449.82 83,440.29 89,677.14~- 139,212.97

HOCKLEY COUNTY MEDICAL FUND

CASH/ASB 3,756.40 25.45 .00 3,781.85
FUND TOTALS 3,756.40 25.45 .00 3,781.85

COUNTY ATTORNEY RESTITUTION

CASH/ASE 31,570.03 1,3135.24 540.30~ 32,164.97
FUND TOTALS 31,570.03 1,135.24 540.30- 32,164.97

D R RESTITUTTON FUND

CASH/ASB 3,170.45 35.07 .00 5,205.46
FUND TOTALS 5,170.45 35.01 .00 5,205.46

CA/DA PRE-TRIAL DIVERSION FUND

CASH 112,861.92 2,676.97 3,053.04-~ 112,485.78
FUND TQTALS 112,881.82 2:676.91 3,053.04- 112,485.79

CLEARING FUND

CASE .09 3,656,180.67 3,656,180.67- -09
FUND TOTALS -09 3,656,180.67 3,656,180.67- .09
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DATE 07/19/2018

2018

2019

2019

2018

2019

2012

2018

2019

2012

2019

2019

2019

2019

11:22 COMEINED STATEMENT OF

ACCOUNT NWAME

054

055

056

057

060

GEs

070

oM

072

078

080

081

082

FUND TOTALS

JUSTICE OF PEACE #4
CASH
FUND TOTALS

JUSTICE OF PEACE #5
CASH
FUND TOTALS

SHERIFF FEE ACCOUNT
CASH
FUND TOTALS

S0 DONATIONS FUND
CASH/ASB
FUND TOTALS

I&S FUND: 'BB HOSPITAL BOND
CASH/ABR
TODA - CD BALANCE

FUND TOTALS

MPEC INTEREST & SINKING FUND

CASH

BUSINESS ELITE SAVINGS ACCT

TDOA - INVESTMENT BALANCE
FUND TOTALS

PERMANENT IMPROVEMENT FUND
CASH/ASB
FUND TOTALS

HOCKLEY CO RCAD BOND FUND
CRSH/BIM
TRCA/ABB

FUND TOTALS

MALLET CPERATING FUND
CASH/AIM
FUND TOTALS

DA FEDERAL FORFEITED FUNDS
CASE
FUND TCTALS

FM & LR FUND
CASE/AIM
FUND TOTALS

DA TRUST ACCOUNT
CASH/AIM
FUND TOTALS

DA FORFEITURE FUND
CASH
FUND TOTALS

GEL103 PAGE

CASE RECEIPTS AND DISBURSEMENTS FROM APRIL TO JUKE

BEGINNING CASH CASH ENDING
CASH BALANCE RECEIPTS DISEURSEMENTS CASH BALANCE
542.86 5,040.80 4,208.20- 1,775.486
2,587.85 7,759.00 8,749.30- 1,597.65
2,587.95 7,752.00 8,749.30- 1,537.65
20,363.47 53,580.83 63,7871 .36- 10,182.94
20,393.47 53,380.83 63,781.36- 10,192.94
1.50 -00 -00 1.50
1.50 00 .00 1.50
2,251.72 15.24 .00 2,266.96
2,251.72 15.24 -Q0 2,286.96
298.56 260,23 .00 1,258.79
37,728.69 -00 -00 37,728.69
38,727.25 260.23 .00 38,987.48
.00 -00 .00 .00
65,819.59 2,300.08 .00 68,119.67
-00 .00 -00 .00
65,819.59 2,300.08 .00 £8,112.867
1.209,438._46 7,487.87 334,133.45- 882,792.88
1,209,438.46 7,487.87 334,133.45~ B82,792.88
22,288.07 151.13 .00 22,439.20
-0o .90 -00 .00
22,288.07 151.13 .00 22,439.20
369,916.67 91,845.54 180,070.05- 281,692.16
369,916.67 91,845.54 180,070.05- 281,692.16
11,730.98 77.54 .00 11,808.52
11,730.98 77.54 .00 11,808.52
4,718.48 31.97 -00 4,757 .45
4,719.48 31.97 .00 4,757 .45
8,855.54 4,880.00 4,890.00- 8,855.54
8,855.354 4,890.00 4,820.00- 8,855.54
18,172.50 2,764.25 250.00- 20,687.18
18,172.90 2,764.25 250.00- 20,687.15

3
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DATE 07/12/2018

2019

2019

2019

2019

2019

2019

2019

2019

20189

2019

2018

2919

2018

2018

0630

035

039

040

G4t

042

043

044

046

047

048

051

052

11:22 COMBINED STATEMENT OF CASH RECEIPTS AND DISBURSEMENTS FROM APRIL TC JUNE GEL102
BEGINNING CASH CASH ENDING
ACCOUNT HAME CASH BALANCE RECEIPTS DISBURSEMENTS CASH BATANCE

AUDIT CASH ON HAND .00 -00 .00 .00
FUND TOTALS 19,127.44 19,268.03 18,312.30~ 19,883.17

LAW LIBRARY FUND

CASH/AIM 16,961.98 1,133.35 1.044.03- 17,051.30C
FUND TOTALS 16,967.98 1,133.38 1,044.03- 17,051.30

LIBRARY FUND

CASH/AIM 194,684.85 6,188.71 48,751.67- 151,131.89
FUND TOTALS 194,684.85 6,198.71 48,751.67- 151,131.89

DISTRICT CLERK PRESERVATION

CASH/AIM 15,271.65 £§00.77 .00 15,872.42
FUND TOTALS 15,271.65 600.77 .00 15,872.42

COUNTY CLERK PRESERVATION FUND

CASH/AIM 48 ,896.71 10,603.34 34,579.20~ 24,.920.85

TDOA - CD BALANCE - ASB -04 -090 00 e
FUND TOTALS 48,896.71 10,603.34 34,579.20- 24,920.85

RECORDS MANAGEMENT OFFICER

CASH/AIM 20,807.31 2,034.22 530.73~ 22,310.80
FUND TOTALS 20,807.31 2,034.22 530.73- 22,310.80

R&B EXTRA FEE ACCOUNT

CASH/ASE 139,085.19 64,030.47 -00 203,115.66
FUND TOTALS 139,085.18 64,030.47 -00 203,115.66

COURTHOUSE SECURITY FUND

CASH/AIM 53,477.40 3,628.59 313.00~ 56,792.88
FUND TOTALS 53,477.40 3,628.59 313.00- 56,782.9%

JUSTICE COURT TECENOLOGY FUND

CASH 41,594.09 2,642.27 1,566.61~- 42,669.75
FUND TOTALS 41,594.0% 2,642.27 1,566.67~ 42,669.75

SHERTFF CASE BOND ACCOUNT

CASH 78,959.42 2,750.00 5,300.00~ 76,409.42
FUND TOTALS 78,959.42 2,750.00 5,300.00- 76,409.42

COUNTY CLERK CASH BOND ACCT

CASH 55,485.02 100.00 .00 55,585.02
FUND TOTALS 55,485.02 100,00 .00 55,585.02

JPS CASH BOND ACCOUNT

CASH 4,B84.71 ] 300.00- 4,584.71%
FUND TOTALS 4,884.71 .00 300.00- 4,584.71

COUNTY CLERX

CABH 29,094 .05 90,369.04 £9,870.09- 29,583.00
FUND TOTALS 29,094.05 290,362.04 £§9,870.09~- 29,553.00

JUSTICE OF PEACE #1

CASH 7,312.00 16,498.87 17.667.50~ 6,143.37
FUND TOTALS 7,312.00 16,498.87 17,667.50- 6,143.37

JUSTICE OF PEACE #2

CASH 942.86 5,040.80 4,208.20- 1,775.46

PAGE



DATE 07/19/2019

2019

2019

2019

2019

2018

2019

2019

2019

2019

2019

2019

2019

11:22 COMBINED STATEMENT OF CASH RECEIFTS

ACCOUNT NAME

10

011

G112

013

014

016

017

G271

022

023

24

025

GENERAL FUND
CASH/AIM
AUDIT CASH ON HAND
TDOA/CD/ASE

FUND TOTALS

AD VALOREM TAX ACCOUNT
CASH/ATIM
CASH/TC AD VAL EXCESS
CASH/BE SAVINGS
TDGA - CD/ATM BANE
TDOA - CD/ PLAT

FUND TOTALS

OFFICERS SALARY FUND

CASH/AIM

AUDIT CASH ON HAND
FUND TOTALS

AUTC REGISTRATION FUND
CASH/AIM
FUND TOTALS

INDIGENT HEALTH CARE FUND
CASH/AIM
FUND TOTALS

HOCKLEY COUNTY: LEOSE FUND
CASH/AIM
FUND TOTALS

JURY FUWD

CASH/AIM

AUDIT CASH ON HAND
FUND TOTALS

ROAD & BRIDGE #1

CASH/BIM

CASH/TATT AIM
FUND TOTALS

ROAD & BRTIDGE #2

CASH/AIM

CASH/LATRD2/AIM
FUND TOTALS

ROAD & BRIDGE #3
CASH/ASE
CASH/LATRD3

FUND TOTALS

ROAD & BRIDGE #4
CASH/ASE
CASH/LATRD4

FUND TOTALS

RCAD & BRIDGE #5
CASH/ATM

BEGINNING
CASH BALANCE

3,332,484.75
.00
-00

AND DISBURSEMENTS

CASH
RECEIFPTS

1,448,981.34
-00
.00

FRCM APRIL T0

CASH

DISBURSEMENTS

1,873,745.97-
.00
-00

JUNE GEL103 PAGE

ENDIKG
CASH BALANCE

2,5807,720.12
.00
.00

3,332,484.75

109,221.01
2,868,513.47
-00
11,133,839.40
.00

1,448,981.34

721.97
3,397,232.89
00
€8,257.81
.00

1,873,745.87-

-oo
2,020,000.00-

-oo
3,019,764.87~

.00

2,907,720.12

109,942.98
4,245,746.36
.00
8,182,332.34
.00

14,111,573.88

3,466,212.67

5,038,764.87-

T5,538,021.68

745,668.91 1,154,887.42 1,159,619.25~ 740,917.08
.90 -00 .00 -00
745,668,817 1,154,887 .42 1,159,619.25~ 740,917.08
366,664.84 30.843.32 .00 397,608.16
366,664.84 30,943.32 .00 397,608.16
171,837.17 1,049.68 65,387.08- 107.499.78
171,837.17 1.,049.69 65,387.08- 107,499.78
29,633.39 200.83 -00 29,834.32
29,633.39 200.83 .00 29,834.32
154,368.87 5,546.61 116,664.51- 43,250.%7
-00 .00 -040 .00
154,368.87 5,546.61 116,664.51- 43,250.97
144,370.69 254 ,475.46 248,180.14- 150,666.01
67,384.11 .00 -090 £7,384.11
211,754.80 254,475.46 248,180.14- 218,050.12
122,017.76 556,422.4¢6 164,098.14- 514,342.08
121,151.87 .00 -00 121,151.87
243,169.63 556,422.46 164,098,714~ 635,493.95
752,803.37 25,849.02 143,043.84- 635,608.55
81,238.79 -00 -00 B81,938.79
834,742.18 25,849.02 143,043.84- 717,.547.34
107,852.45 254,463.75 211,446.55- 150,B869.65
66,4585.38 -00 .00 66,485.38
174,337.83 254,463.75 211,446.55- 217,355.03
19,127.44 15,268.03 18,512.30- 19,883.17

1
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Pledge Inventory Report

Ajmbank Crztomor {D; 33584
Litlefeld, TX Report Dala: 4/25i2018
FROM 47172019 TO 4/3020619 PAS Rep: Traty Kwdalkowsk!

Account Rap: Scolt Adams.
Cuslp Descriplion Matutty Dalo Intant S&P Matkat Prics DL Origlnal Face Bogk Valug
Tickel Lacation CodeMame Graup Coupon Moody Maluity () Par Markel Valug

Pledged: HOCKC - HOCKLEY COUNTY

3136A7203  FNA 2012-M8 A2 Ga/25/2022 AFS 42312019 1,742,000.60 1,335,023.07
1449486 TIB - The Indopendent Bonkers Bank cMB 248200 Nr 283 1,:209.254.16 1,304,777 87
JIITEINAZ  FHMS K020 A2 04/28/2023 AFS NR 4[232018 2,000,000.00 2,064,100,25
1149502 Ti8 - The independent Bankers Bank cMB 325000 Aan 3395 2,000,000.00 2.042,896,18.
3137B4GYS  FHMS K032 A2 D5/25/2023 H™M 41232019 2,860,000,00 2,957,509.60
1149503 T3 - Tha Indepandent Bankers Bank CMe 3231000 Ny 4407 2,860.000,00 2,928,00r.51
26ATBL FNMITOGT NB 1172512045 HTM NA 4iz3/2019 5,000,000.00 4,258,404.14
1167357 T3 - Tho indopandent Bankars Bank CMO 2,08000 Nr 26.59 431417855 4,320,136.09
F1ZEMMSZ7  FHLMC GOLD FOOI#G18 124012029 HM 41232018 4,800,000.00 1,963,695.66
1148479 TI& - The Indepandent Baniars Bank MBS 9.50000 10,60 1,912,230,62 1.855,466.13
J2ZKFAFT  FHLMC GOLD POOT #vEl 070112032 HM ARG 5,000,000,00 4,089,518.39
1142493 Ti& - The Independant Bankars Bank ?mmm 3.00000 1318 4,003,587.05 4,028 52340
J1IAMBZE  FHLMC GOLD POOIHKST 09101/2033 HM 41232019 T.175,800,00 3,542 358,38
1148484 Ti& - The Indeperdent Bankers Bank Mes 3.50000 14,25 5,523,190.98 3,601.852.34
2130A45N1  FNMA PDOLAAHIS52 0210172028 AFS 423019 2,100,000.60 360,922.73
1148520 TIB - The Indeperidant Bankers Bank MBS 3.50000 6.76 345,244,658 352.230.84
J1IREAYCY  FNMA POOL#AKOTOE 02101/2027 AFS 41231219 2,222,500,00 5204187
1149522 TTB ~ The Independent Bankors Bank MBS 3.50000 726 235,288.93 342,802.01
JAPEAYCS  FNMA POOL#AKOTOE 02/01/2027 AFS 4232018 3,250,000.00 51603540
1145524 TIB - The Indapandent Bankers Benk Mes 3.50000 118 491,148.39 501,295.53
F1IREGSHE  PNMA POOL HALDS1S 03/01u2028 AFS 42312019 2,500,000.00 484,161,854
1148525 TIB - Tha indopandent Bankers Bank Mas 4.00000 6.84 459.050.55 474,979.81
JM40EUEAZ  FNMA POOL #BCO128 1210172038 AFS 41232019 1,500,000.00 §34,343.58
1149533 TIB - The Indepandent Bankors Bank MBS 3.00000 1160 £06,758.84 912.407.56
314009A60  FNMA POOL ACATEZE 05/01i2032 HTM 4/232019 500,000.00 A89,084.70
1143544 B - The Indapendent Bankers Bank MBS 4.00000 1401 457.266.20 47356327

This report reflects infarmation submitled 1o us by the cuslomer. itls not intanded 1o be used as the officia?
record of safekeeping location and/or pledged holdings. This information should be provided by the customer's

safakeeper.

FTN Financial PASFort

Page 8
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Pledge Inventory Report

Almbank Customer ID; 33584
Ultfefietd, TX Report Data: 4/2512014
FROM 412019 TO 4f30/2013 PAS Rep: Tracy Kwinlkowski
Accaunt Rep: Seolt Adams

Cuslp Dascription Maturity Dale Inlent s&P Mazke! Prics Ot QOriginal Faca Book Valua
Ticke! Localion Code/MName Gratp Coupon Moady Matuly (¥ Par Marke! Valua

Pledgad: HOCKE - HOCKLEY COUNTY

J1410LTE9  FNMA POOL#BI0TT2 09/01/2036 HM 4/2312018 3,000,000.00 2,202,438.9%
3140547 T!8 - The Indepandent Bankers Bank Mes 3.00000 17.35 2,188,380.59 2.176,827.93
J141BAFT8  FNMA Pool #MATGES 06/0172032 AFS 41232013 2,850,000.00 B26,709,62
1149550 TiB - Tha Indzpondent Bankers Bank. MBS 4.00000 12.10 76877773 TITN66.41
J1SAYIS  FNMA POOL BAEDT29 C1o2026 AFS 41232019 2,100.000.00 552,348.55
1149555 I8 - The fndapandant Bankers Bank. MBS 4,00000 668 a35,522.28 346.641.51
F1419KD6E  FNMA POOL #AEHZ24 1210172040 AFS Lirairtit-] 8,000,000.00 1.846,927.44
1148557 TIB - The Indspendert Bankers Benk MBS 4,00000 21.61 1,757,562.78 1.823,031.96
17 Tolal Pledged: HOCKG - HOUKLEY CQUNTY £4,598,500,00 20,556,765.86
27,965.107.43 28.389,414.01

This report reflacts information submitted 10 us by the customer. it is not Intended to be used as the offisial
record of safekeeping location and/er pledged heldings. Thils Infermation should be provided by the cuslomer’s

safekeeper.

FEN Financtat PASPert
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Pledge Inventory Report

Bacmzr Customner ID: 33584
Littlefield, TX Report Date: 5/28/2018
FROM 5/1/2018 TO 5/31/2019 PAS Rep: Tracy Kwlatkowski

Account Rep: Scott Adams

Cusip Description Maturity Date Intent 8&p Markel Price Dt Criginat Face Book Value
Ticket Location Code/Name Group Coupon Moody Maturity {Yr) Par Market Value
Pledged: HOCKC - HOCKLEY COUNTY

3136A72D3  FNA 2012-M8S AZ 04/25/2022 AFS 512312319 1,742,000.00 1,331,617.67
1149488 Ti8 - The Independent Bankers Bank CMB 2,48200 Nr 2.90 1,306,676.70 1,308,146.54
3137B3NAZ  FHMS K030 A2 , 044252023 AFS NR 542312019 2,000,000.00 2,062,658.42
1149502 TIB - The Independent Bankers Bank CMB 3.25000 Aaa 3.90 2,000,000.00 2,059,857 .64
3137B4GYS  FHMS K032 A2 05/25/2023 HTM 5/23/2019 2,860,000.00 2,955,547.25
1149503 TIB - The Independent Bankers Bank CMB 3.31000 Nr 3.99 2,860,000.00 2,955,815.41
3136AXZB4 FNM17061 NB : 11/25/2045 HTM NA 512312018 5,000,000.00 4,214 363.64
1167387 TIB - The Independent Bankers Bank CMO 3.00000 Nr 26.51 4,268,295 05 4,327,232.42
3128MMSZ7 FHLMC GOLD POOI#G18 12/01/2029 HTM 5i23/2019 4,800,000.00 1,928,342.37
1149478 TIB - The Independent Bankers Bank MBS 3.50000 10.51 1,877,848.70 1,927,818.31
3132KF3F7  FHLMC GOLD POOQI #V61 07/01/2032 HTM 52312019 5.000,000.00 4,028,260.18
1149483 TIB - The Independent Bankers Bank MBS 3.00000 13.10 3,943,647.85 3,994,994.22
9132LMBZ8  FHLMC GOLD POCI#K91% _ 09/01/2033 HTM 5/23/2018 7,175,000.00 3,604,864.56
1149484 TIE - The Independent Bankers Bank MBS 3.50000 14.27 3,487,163.44 3,595,160.89
3138A45N1 FNMA POOL #AH3552 ) ) 02/01/2026 AFS 52312019 2,100,000.00 352,087.79
1149520 TiB - The Independent Bankers Bank MBS 3.50000 6.68 336,679.10 345,629.38
3138E4YCY  FNMA POOL #AKDTO6 02/01/2027 AF3 5/23/2018 2,222,500.00 338,143.83
1148523 TIB - The Independent Bankers Bank MBS 3.50000 7.68 321,769.35 330,035.60
3{38E4YCE  FNMA POOL #AKQT08 02/01/2027 AFS 5232019 3,250,000.00 494,371.06
1449524 TI - The Independent Bankers Bank MBS 3.50000 7.68 47(,528.86 482,616.75
3138EGSH8  FNMA POOL #AL0519 03/04/2026 AFS 5/23/2019 2,500,600.00 471,705.91
1149525 TI8 - The Independent Bankers Bank MBS 4,00000 6.76 447,464.95 464,200.13
3140EUEA3  FNMA POOL #BC0128 12/01/2030 AFS 5/23/2019 1,600,000,00 913,965,628
1149539 TIB - The Independant Bankers Bank MBS 3.00000 11.51 B§7,052.93 B98,504.78
3140Q9A60 FNMA POOL#CA1828 05/01/2033 HTM 51232019 . 500,000.00 462,382.03
1149544 TIB - The Independent Bankers Bank MBS 4,00000 13.93 450,769.18 468,038.15
This report reflects information submitted to us by the customer. Itis not intended to be used as the official FTN Financial PASPort
recard of safekeeping location and/or pledged haldings. This information should be provided by the customer’s Page 9

safekeeper.
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Pledge Inventory Report

Aimbank
Littlefield, TX
EROM 5/1/2019 TO 5/31/2019

Customer [D: 33584
Report Date: 5/28/2019

PAS Rep; Tracy Kwiatkowski
Account Rep: Scott Adams

Cusip Description Malturity Date Intent S&P Market Price Dt Original Face Baook Value
Ticket Location Code/Name Group Coupon Moody Maturity (Yr) Par Market Value
Pledged: HOCKC - HOCKLEY COUNTY

314101769 FNMA POGL #880773 09/01/2036 HTM 5/2312019 3,000,000.00 2,164 278.41
1149547 TIB - The Independent Bankers Bank MBS 3.00000 17.27 2,150,496.84 2,163,872.97
31418AF78  FNMA Pool #MA1083 06/01/2032 AFS 5/23/2019 2,850,000.00 805,717.52
1149550 TIB - The Independent Bankers Bank MBS 400000 13.01 750,231.26 780,653.14
31419AY35 " FNMA POQOL #AE0729 “01/01/2026 AFS 82312019 2,100,000.00 342,957.89
1149555 TIB - The Independent Bankers Bank MBS 4.00000 6.59 326,718.61 338,493.54
11419KD6ES  FNMA POCL #AES224 12/01/2040 AFS 5/23/2018 6,000,000.00 1,831,480.34
1149557 TIB - The Independent Bankers Bank MBS 4.00000 21.52 1,742,805.50 1,818,303.52
17 Total Pledged: HOCKG - HOCKLEY COUNTY 54,599,500.00 28,302,744.55

27,628,548.32 28,2587,373.37

This report reflects information submitted to us by the customer. Itis notintended to be used as the official
record of safekeeping location and/or pledged holdings. This information should be provided by the customer's

safekeeper.

FTN Financial PASFort
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Pledge Inventory Report

Aimbank Custemer ID: 33584
Littlefield, TX Report Date: 6/26/2019
FROM 8/1/2018 TO 6/30/2019 PAS Rep: Tracy Kwiatkowski

Account Rep: Scott Adams

Cusip Description . Maturity Date Intent S&P Market Price Dt Original Face Book Value
Ticket Location Code/Name Group Coupon Moody Maturity (Yr) Par Market Value

Pledged: HOCKC - HOCKLEY COUNTY

3136AT2D3 FNA2012-MS A2 C4/25/2022 AFS 6/21/2019 1,742,000.00 1,300,482.23
1149485 TIB - The Independent Bankers Bank CWMB 2.48200 Nr 2,82 1,276,327.48 1,286,556.73
3137B3NAZ  FHMS K030 A2 04/25/2023 AFS NR 6/21/2019 2,000,000.G0 2,061,213.71
1148502 TIB - The Independent Bankers Bank CMB 3.25000 Aaa 3.82 2,000,000.00 2,081,484.84
3137B4GY6  FHMS K032 A2 05/25/2023 HT™ 6/21/2019 2,860,000.00 ) 2,853,490.65
1148503 TIB - The Independent Bankers Bank CMB 3.31000 Nr 3.90 2,850,000.00 2,987,084.¢1
3136AXZB4 FNM17061 NB 11/25/2045 HTM NA 6/21/2012 5,000,000.00 4,169,349.48
1167397 TIB - The independent Bankers Bank CMO 3.00000 Nr 2642 4,223,443.25 4,321,632.39
3128MMSZT  FHLMC GOLD POCI #G18 12/01/2029 HTM 6/21/2018 4,800,00C.90 4,897,591.77
1148479 TIB - The Independent Bankers Bank MBS 3.50000 10.43 1,848,130.82 1,813,767.32
3132KF3F7  FHLMC GOLD POO! #VE1 07/01/2032 HTM 6/21/2019 5,000,000.00 3,885,607.29
1149483 TiB - The Independent Bankers Bank MBS 3.00000 13.01 3,902,340.20 3.991,352.50
3132LMBZ8  FHLMC GOLD POOI #K81 09/01/2033 HTM /212019 7,175,000.00 3,550,426.42
1149484 TIB - The Independent Bankers Bank MBS 3.50000 ) 14.18 3,434,502.74 3,561,544.89
3138A45NT  FNMA POOL #AH3552 02/01/2026 AFS 6/21/2019 2,100,000.00 343,835,58
1148520 TIB - The Independent Bankers Bank MBS 3.50000 6.60 32921879 - 339,382.98
3138E4YCY  FNMA POOL #AK(O706 02072027 AFS 6/21/2019 2,222 500.00 326,998.72
1149523 TIB - The Independent Bankers Bank MBS 3.50000 7.60 311,301.64 321,095.20
3138E4YCO  FNMA POOL #AKO706 . 02/01/2027 AFS 6/21/2018 3,250,000.00 478,077.62
1148524 TIB - The Independent Bankers Bank MBS 3.50000 7.80 4585,22175 469,543.04
3138EGSHE  FNMA POOL #ALO518 03/01/2026 AFS 6/21/2019 2,500,000.00 459,269.94
1149525 TIB - The Independent Bankers Bank MBS 4.00000 6.67 435,879.63 457,486.19
3140EUEA3  FNMA POOL #BC0O128 1210172030 AFS 6124/2019 1,500,000.00 898,871.82
1149539 TIB - The Independent Bankers Bank MBS 3.00000 . 11.43 §73,668.76 804,942 58
3M140Q0A60 FNMA POOL #CA1828 05/01/2033 HTM 6/21/2018 500,000.00 453,918.08
1149544 Ti8 - The Independent Bankers Bank MBS 403000 13.85 442 527 68 466,123.26
This report reflects information submitted to us by the customer. It is not intended {o be used as the official FTN Financial PASPort
record of safekeeping location and/or pledged holdings. This information should be provided by the customer's Page 9

safekeeper.
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Pledge Inventory Report

Almbank
Littlefietd, TX
FROM 6/1/2019 TO 6/30/2019

Customer [D: 33584
Repert Date: 6/26/2018

PAS Rep: Tracy Kwiatkowski
Account Rep: Scott Adams

Cusip Description Maturity Date intent S&P Market Price Dt Original Face Book Value
Ticket Location Code/Name Group Coupon Moody Maturity (Y1) Par Market Value
Pledged: HOCKC - HOCKLEY COUNTY

31410LT68  FNMA POOL #850773 09/01/2036 HT™ 6/21/2018 3,000,500.00 2,148,701.41
1149547 TIB - The Independent Bankers Bani MBS 3.06000 17.19 2,136,264.93 2,170,402.44
31418AF78  FNMA Pocl #MA1089 06/01/2032 AFS 6/21/201% 2,850,000.00 791,779.32
1149550 TiB - The Independent Bankers Bank MBS 4.00000 12.93 737.498.15 7€9,748.95
31418AY35  FNMA POOL #AED728 01/01/2026 AFS 6/21/2019 2,100,000.00 332,114.68
1149555 TiB - The Independent Bankers Bank MBS 4.00000 6.51 316,494.65 320,078.47
31419KD59  FNMA POOL #AE8224 12/01/2040 AFS 52112019 6,000,000.00 1,789,136.66
1149557 TIB - The Independent Bankers Bank MBS 4.00000 21.44 1,712,126.04 1,802,269.46
17 Total Pledged: HOCKC - HOCKLEY COUNTY 54,599,500.00 27.952,865.40

27,294,953.51 28,163,495.26

This report reflects information submitted to us by the customer. It is not intended to be used as the official
record of safekesping location and/or pledged holdings. This information should be provided by the customer's

safekeeper.

FTN Financial PASPort

Page 10
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Treasurer’s Financial Report

Prepared by Denise Bohannon, Hockley County Treasurer
CDs )
2ND Beginning | Month's Current
Purchase S 1 Maturity Interest Interest
Date Account Amount _Date Paid Earned Balance
1172812011 060-1&S Hosp. Bd. $36,481.21 11/28/2019 Monthly $87.49 $38,814.74
11/2812011 060-1&S Hosp. Bd. $36,481.21 11/28/2019 Monthly $84.86 $38,899.60
owo..uwm Iom_u mn mmm hmg N._ .u\_snmﬁo.uw Monthly . .mmﬂ...mm : . $38,897.48

11/28/2011

_ Monthly | $4,128,737.08

_ 00,00 66 Monthly 26.66 | $4,137,763.74
JUN | 21412017 | 4,000,000.00 | 2/ 66% | Monthly | = $9,347.94 | $4,147,111.68
21912019 011-AdValorem 3,000,000.00 | _8/19/2019 2.66% Monthly $9,055.15 | $4,017,217.34
2/19/2019° 011-AdValorem 3,000,000.00 | 8/19/2019 2.66% Monthly $8,782.85 | $4,026,000.19

N: Qﬁc‘_w. .

o._ 1 .>n<m_o..o§

3,000,000.00

m; Q_Na._ m

$9,095.45

$4,036,095.64

.A oao ooo 0

Investment

Totals

$68,518.04

Quarter




Motion by Commissioner Carter, second by Commissioner Clevenger,&*?u Vo ity ;Yes, ( Votes No,
that the Commissioners Court approved the continuing education certificates of County Treasurer,
Denise Bohanan. As per certificate recorded below.

voL. 68 par 676



County Treasurers’ Association of Texas

Certificate of Attendance
presented to

Denise Bohannon
Hockley County

for completion of 20 hours of educational instruction during the

47% Annual County Treasurers” Continuing Education Seminar
April 15-18, 2019 * Sheraton Austin Hotel at the Capitol ® Austin, Texas

. 1

' ) /i : .
:‘_Mm._cq.c \(E&_f\?\ \M\M\ 80_ /@ g E:

<t
H

o

Honorable Jan Hartl, President Honorable Alan Dierschke, Chair

County Treasurers’ Association of Texas Certification and Validation Committee

!

/

b
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Certificate of Attendance
presented to

Denise Bohannon
Hockley County

for completion of 5 hours of instruction specific to the statutory requirements of the Texas

Government Code Chapter 2256.008 of the Public Funds Investment Act

47% Annual County Treasurers’ Continuing Education Seminar
April 15-18, 2019 e Sheraton Austin Hotel at the Capitol e Austin, Texas

gié\ 8?/@5%
m.m%

Honorable Jan Hartl, President . Honorable Alan Dierschke, Chair
County Treasurers’ Association of Texas Certification and Validation Committee




Motion by Judge Baldridge, second by Commissioner Thrash, 5§ Votes Yes, 0 Votes No, that the
Commissioners Court rejected bids for a security system submitted by Justice of the Peace, Precinct 1.
As per letter from Justice of the Peace, Sue Coker recorded below.
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Justice of the Peace
Sue Coker
Box 203
Ropesville, Texas 79358

7/24/2019
Hockley County Judge
Sharla Baldridge
802 Houston
Levelland, Texas 79336

Re: Bids for Security

Dear Mrs. Baldridge:

| talked with Mr. Thrash today, he asked me to call you to get these bids on
the next meeting for consideration.

EYI the Post Office was broke into this week, so | would like to see what |
can do to get one of these systems."

Thank you.

VL. 68 pr 680



"Computer Transition

Services, Inc.

Prepared For Hockley County

Your Trusted Technology Partner

b&1

PAGE
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Hockley County Cabling Project - JP Office Ropesville
013796
Version: 1

Tuesday, July 30, 2018

Sharla Baldridge
Hockley County . .
- 802 Houston Street
- Levelland, TX 79336 ~
" - Email: sbaldridge@hockleycounty.org

Dear Sharla Baldridge,

~ Ihave prepared a proposed solution that includes the services we believe to be best suited to meet your business needs.

~ Please take a look at the proposal, and let me know if you have any questions or concerns. I'll be contacting you in a few days to
see how you would like to proceed from here.

If you are comfortable with what | have proposed and are ready to get started, simply fill in the acceptance information on the
proposal, or click the "Accept” button on the web page link | e-mailed to you. This will notify me of your acceptance so we can
get the work scheduled with CS1.

Have a wonderful day, and thank you for considering CTSI for your technology needs!

Thank you,

John Leiter
Computer Transition Services, Inc.

P: 806-793-8961 F: 8B06-793-8968
jleiter@ctsinet.com -

Tuesday, July 30, 2019

voL. 6% pae 68D




Hockiey County

Cabling Project - JP Office Ropesville
013796

Version: 1

Prepared For

" Hockley County
Sharla Baldridge

802 Houston Street
Levelland, TX 79336
Email: S - :
sbaldridge@hockieycounty.org
Web: www.co.hockley.tx.us

Hockley Cotinty Ropesville-JP Office

' 'Prepared By

John Leiter
Phone: 806-793-8961
Email: jleiter@ctsinet.com

1x

1x

3%

10x

BxX

1x

CSI Lubbock

8-Channel 4K NVR with 8-Port Builtin POE

-Hard Drive Capacity: 2 Bays Up to 16TB

Video Outputs - 1 HDMI and 1 VGA

" Qutput Resolution - 4K 100Mbps Throughput
- - Supports Up to 4K on each channel

Plug and Play with Auto IP Assignment

5.0 MP Resolution H.265/ H.264, 2.8-12mm
Motorized Varifocal Lens,Smart IR Up to 200 Feet

H.265 4MP IP Wide Angle Camera with POE
{ IR Dome, 3.6mm, Audio In/Out, SD card,
BNC, 12VDC Output) .

Modular Plug Kit, 8P/8C, unshielded, round,
5.1 mm max cable jack OD, 8-position

Bolide Catbe Riser Gray 1000
5-Port 10/100 MBPS POE Switch

Security Labor and Training

$2,971.85

—_

$2,971.85

' Product Subtotal

$2,971.85

Tuesday, July 30, 2019

voL. 68 paet 683




Hoékley County ' Cabling Project - JP Office Ropesville
: 013796

Version: 1

o

Product $2,971.85
Subtotal $2,971.85
Total . $2,971.85

Microsoft Partner

Silvar Midmarket Solution Provider

TRU)qHANCE‘
L

_Elite Partner
- Small Medium Business

| UBBOCK

CHAMBER OF COMMERCE

WORKING FOR BUSINESS. BELIEVING IN LUBBOCK,

. Tuesday, July 30, 2019

VoL. 68 mr 684




Hockley County - u Cabling Project - JP Office Ropésville
S ‘ 013796
Version: 1

3

:

Hockley Co.unty Computer Transition Services, Inc. : }
J

\

Signature ' : ' Signature

Sharla Baldridge ", : : ~ John Leiter
- Printed Name o ‘ " Printed Name

Tile . . o Title

Dafe . Date

Please do not pay from this proposal. Invoices will be issted from CTS1 based on the information presented here, but at a later date. Because
praposed solutions often include estimated services andfor expenses {depicted as Estimated), the actual amount billed wilt normally vary from what
appears above.

| understand the nature of CTSI's engagement for professional services and for the purchase and installation of computer equipment. § confirm to you
that the information and arrangements outlined in this proposal are in accordance with my understanding and are agreeable to me,

Payment Terms:

Hardware & Software Products: | understand that CTS! requires full payment for the hardware and software product within twanty (20) days of the
invoice date for tha same and that this invoice will be generated once all hardware and software product has been received by CTSI. Insurance and
security responsibility will pass to client upon delivery to the client’s location.

Professional Services: | undersiand that professional services, mileage and other expense charges ‘are hilled weekly as delnvered and that payment Is
due within twenty {20) days of the date on the invoice.

Past Due Amounts; If payment is not recelved within twenty (20) days of the invoice date, CTS| may add a "finance charge” fee atthe rate of 1% %
per rnonth on the uripaid amount, andfor suspend further services. :

Tuesday, July 30, 2019

L 68 ot 685



X-Hi-Tech Solutions - TX Lic # B-16880

7415 US Highway 62
z::::ts)ck, TX 79407 ESt' mate
Phone: (806) 416-2064 56 46
Website: www. hitechavs.com
Email: info@hitechavs.com
Customer SUE COKER Customer Contact SUE COKER
107 MAIN ST Phone {Main} (806) 562-1531
ROPESVILE, TX 79358 Work Number
Home Number
lssue Date  5/16/19 Mablle Number
Expiration Date 6/15/19 Emall
Sales Rep(s)
lob Name IPCAMERAS Terms 75% DOWN 25% ON
COMPLETION
Charge Name Description Quantity ‘Unit Charge
HIK VISION 8 CHANNEL {3 [P CAMERAS, 1 NVR, CATS, RJ45 CONNECTORS, AND LABOR INCLUDED 1.00
NVR KIT
CCTV-HIK-IP-KIT- HIKVISION NVR 3 X AMP OUT TURRET CAMERAS KIT2.8MM LENS, 8-CH 1.00 EACH $1,400.00
17608NZTP NVR, POE, 5MPH.264+, 2TB HDD
CABLE-RI45ENDS  |RJ45 ENDS 14.00 None $14.00
CABLE-CATSE CAT SE CABLE 400.00 FOOT $48.00
LABOR- COMMERCIAL LABOR/HOUR 10.00 HOUR 5950.00
COMMERCIAL-
SECURITY
CCTV-{PCAM-HIK-DS- HIK VISION 2 Megapixel High Resolution COLOR CAMERA WITH BUILT IN 4.00 EACH 5956.00
2CD2522FWD-IS MIC AYDIC
IT-WAP-YRENDNET-TEW- { TRENDNET 10 dBi Wireless N300 Qutdaor Pak Preconfigured Point-to- 1.00 KIT £333.00
7A0APBOZK Paint Bridge Kit
NET-SWITCH-TREND- TRENDNET 5 PORT SWITCH 4 PORT GIG-POE+/ 1. GIG-PORT/ 31WATTS 1.00 EACH $126.00
TPETGS06G
Subtotal $3,827.00
Tax $0.00
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Charge Nama Degeription Quantity Unit Charga

Total $3,827.00

ESTIMATES ARE GOOD FOR 30 DAYS FROM THE DATE ON THE ESTUMATE. 75% DOWN AND SIGNATURE ON THIS ESTIMATE MAKE THIS A
BINDING CONTRACT.

| hereby acknowledge this is an estimate and can only change with both parties agreement. By shaning this document | aothorize the said
company to perform the work listad in this estimate at the stated price,

SIGNATURE, DATE

vo.. 68 pat 687




0/-23-"19 10:39 FROM~ The Norman Agency 808-4962261 T-703 PO001/0002 F-374

TEXAS HOMELAND SECURITY & Crested on: Jul. 23, 2019
N SOUND
7415 US Highway 62
s aléﬂnl] l] Suite 8
; Lubbogk, TX 72407
806-771-6810 _
Account #3951
CITY OF ROPESVILLE
Es:imate
Sorvice LESMIOINORION. [ Lk s e el et gl o b

Account [395,1]ClTYOF ROPESVILLE . Service cbh&ct SUE COKER, JUSTIE oF THE
o S ‘ CPEACE - . .

Servioo Adduss - 107 Hockloy Strést
‘ - Ropadville, TX 76368 .

Service Information

TIME & MATERIAL SERVICE - COMMERCIAL: ' $05.00/hour. - 6760.00°
_Onoﬂmhw:thanoxpootaddumtlonofsUOfor'l T TR
technicians

TIME & MATERIAL, SERVIGE GOMMERC!AL

— Product: COTVAPCAM-HIK DS.2CD26226WD4S | . 4 * §239.00/Ea. . ' §95600 _ |

HIK VISION 2 Megapixé! High Resolugien COLOR
GAMERAWITH BUILT IN MIC AUD[O ) .

 — Produet: COTV-NVR-HIK:DS-7608NJ- EzlaP 1 . $73095/Ea 7205 .
HIKNVRSCHNVRPOEZSATAHDMI2TB . SRR

| — Product: GCTV-IPCAM-HIK-ECI-T24F2 Y8 1 .$14000/Ea. $42000. - ."
HIKVISION Turret Dome Camers, 4MP, H264, - S e
2.8rom, Dey/Night, DWDR, EXIRZ 0UpTo30m, ,°
IP67, POE/2VDC | . -

" —Product CABLE-CATSE  © - " ‘300 $0z/Ea’  $800°
CATSECABLE | . - T
. —Froduct. CABLE-RJ4S ENDS o 20 $100/Ba .. $2000 .
"', RJ45 ENDS o oo '

— Product: TT-WAP-TRENDNET: TEw-mAPsozK 1 .. $33300/Es :-$333.00 .-
TRENDNET 10 dBi Wireless N300 Outdoor PoE ' S
Preoonﬁgured Pomt-iu—Potnt Bridge Kit-. "

— Product NET-SWITCH-TREND-TPESS0 ', 1  $6000/Ea ° $80.00-
6-PORT 10/ 100 MBPS POE SWITCH, 31 WATT. RS

Company License # B-9084, ACR-1750768 " Pagé 1 of 2

=
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07-23-"19 10:39 FROM-

Acceptance of Eslimats - The above
authotized to perform the work speci

Company Licensa # 5-9084, ACR-1750758

The Norman Agency 806-4952261

S!_Jbtotal_:

T-703  P0O002/0002 F-374

) \ , :_,:‘ ] ‘ $3,315.95

DA AT e . $0.00 .

. * Total: $8,316.08
‘ & ‘Company Authorization Signature: Date:
Customer Authorization Signsture: Date:

- Thank you for the opportunity to serve youl

vo. 6% pace 689

priess, specifications, and conditions are hereby accepted, The Companyis .
fied. Upon accapiance, please sign, date, and return @ copy to our office. ..

- ePage 2'6f 2



Motion by Commissioner Carter, second by Commissioner Barnett, 4 Votes Yes, 0 Votes No, that
the Commissioners Court approved the Master Service Agreement and Assurance with Cyber Defense
by and between CTSI and Hockley County. As per Assurance with Cyber Defense and Master
Agreement recorded below.
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Computer Transition
Services, Inc.

Assurance with Cyber Defense

A Statement of Work under CTSF's Master Service Agreement

Prepared for:

Hockley County

Version 2019.2c ¢ 7/9/2019

The mission of Computer Transition Services, Inc. is to improve the life and business success of
Clients by providing integrated solutions and professional services to meet their technological
and organizational needs.
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CTSi

“Dampuler Franstiten
wrylces; 56,
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Statement of Work

This Assurance with Cyber Defense Statement of Work ("SOW’) is governed under the Master Service
Agreement (the “Agreement”) between Computer Transition Services, inc. ("CTSI', “we”, "us” or "out”),
and Hockley County, the client whose name and authorized signatory appear in the signature block of this

SOW ("Client”, “you” or “vour"), below.

Scope of Services

The services described below (collectively, “Services") will be provided to you under this SOW. Services
that are not specifically described in this SOW will be out of scope and will not be provided to you unless
otherwise agreed to by us in writing.

Transition Services
Transition services are intended to prepare and transition the System for our ongoing services {described
below). Transition services are comprised of:

» Initial audit to determine System readiness and functional capability
Audit of current vendor service / warranty agreements for System hardware and software
Remediate issues (if any) discovered in assessment phase
Any changes to firewall device in preparation for firewall and security-related services
Instalfation and configuration of on premise probe computer into Client's local area network (LAN)
used for ongoing device management and monitoring, remote access to Client systems, and
various security related tools

if deficiencies are discovered during the transition services, such as outdated or misconfigured eguipment,
or unlicensed software, we will bring those issues to your attention and discuss the impact of the
deficiencies on the Client and our provision of the Services, in addition to providing you with options fo
correct the deficiencies.

Ongoing Services
The following services will begin immediately after the transition services are completed, and will continue
during the term of this SOW.

Standard Services
The Services listed below will be provided to you under this SOW. All Services are provided during
CTSFs normal business hours only.

- Customer Portal 24x7 access to CTS)'s service request management website.
Glient Access to Monitoring -+ Client login to CTSI's monitoring systems for access to Status, Alerts, History

: Systems 1 and Reporting on Client Covered Devices, if desired
Priority Response  Client's service requests will be prioritized over all non-program client
: _ : requests.
Designated CTS| Account  © »  We assign a designated CTSI technical account manager and a specific

Manager & Assigned Team support team to Client’s account to help ensure optimum perfarmance and
: effective virtual IT management services.

Onsite Host Computer with CTSlinstailed computer that provides for 24x7 collection of avaitability and

Virtual Server performance data for Covergd Devices plus monitoring and security tool
_ i . licenses for Covered Devices, as required,
Remediation Support * e« Remediation support services provided for all Client IT Users and Covered
Services (onsite and Devices.
remote) :
@ Gomputer Transition Services, Inc. 2019 Al rights raserved Page 3 of 21
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. Replacement Installation
! Services

- Automated Email/Text
" Notifications

Triage of Monitoring
System Alerts by CTSI
Technical Support Staff

" 24x7x365 Security
i Monitoring

" Advanced Email Protection

Advanced Malware
Protection (AMP)

. Weekly Vulnerability Scan
. for Windows-based
. Devices

i Daily Detection & Policy

Monitoring

URL Protection

Network Access Control &

Port Security

Server Patch Management

Virtualizatioh Host and SAN i

Patch Management

We will provide the labor to install new equipment acquired through CTSI that

replaces existing Covered Devices, Please note:

o Shipping and travel expenses, if any, are not covered.

o Additional charges may apply if the replacement equipment is materially
different from what is being replaced (such as firewalls from different
manufaciurers).

o lfthe replaced equipment is not removed (i.e., if it i$ re-provisioned back
into the Client's Systein) this increases CTSI. responmb:htles as an
additlonal device covered by this SOW and the assoclated monthly fee
may increase. Services to re-depEoy replaced equipment are not covered
by this SOW and will be bilied to Client at the then-current CTS! Hourly
Rates,

Alarts for System issues defected, can be emailed or sent by text ta Client, at

Client's discretion. (Ciient needs fo call CTS! after-hours dnswering service 1f

remediation setvice is desired outside of CTSI's normal business hours.}

Weekdays, excluding holidays: (7am-10pm CT) GTS! technical support

review of critical Issue notifications (based on availability from covered

device) and client contact (if desired) with recommended action. (After-Hours |

rates apply on remed}atlon services provided outside of CTSIs normal :
business hours.)

Weekends and holidays: (8am-10pm CT) CTS[ technical support review of

critical issue notifications (based on availability from the covered device) and

client contact (if desired) with recommended action. (Atter-Hours rates apply -
on remediation services provided outside of CTSI's normal business hours.) |

H

Momtonng of alf Endpol n malware ctlwty) on all
Covered Devices, as well as device avaﬂabmty and perfermance.

Inbound and outbound mail filtering, signature based antivirus, data loss
prevention (DLP) filtering, URL defense, social media protection, on-demand
email encryption, 30 days of emergency inbox, and instant replay.

Next generation, regl-time, cloud-based endpoint security solution for
Windows servers and workstations which prevents, detects, and responds to
advanced cyber threafs.

Automatically identifies ransomware, viruses, and other advanced threats
before they reach your endpoints using global threat intelligence, advanced
sandboxing, real-time malware blocking and continuously analyzing file
activity across your network.

Includes weekly internal automated securily scans of Microsoft Windows-
based devices that identify anomalies and threats that are prioritized by
threat level and severity and reported in a weekly summary email,

Software appliance-driven service managed by CTS! that uses a unique
combiriation of machine learning and intelligent tagging to identify suspicious
anomalies, suspicious activity, changes and threats behind the business
firewall(s) fo identify and expose real and potential vulnerabilities inside the
network.

Deployment, licensing, and management of security tools used in protecting
the network from rogue or malicious websites (Cisco Umbrella.) .
Provides centralized Authentication, Authorization, and Accounting (AAA) for |
wireless, remole access, virtual private network (VPN) connections, and
networking equipment.

Daily monitoring for outstanding CTSI approved Microsoft Windows Server
Operating System, Exchange Server, SQL Server, and MS Office “important”
updates and service packs.

At least weekly installation of CTSl-approved Microsoft Windows Server
Operating System, Exchange Server, SQL Server, and Office updates
classified as "important" service packs based on CTS! review of poiantial
issues, urgency of issues being corrected, and potential disruption during
installation,

Periodic review of Host and SAN systems for poten’nal updates and
installation of same, when recommended by CTS|

® Computer Transition Services, Inc. 2019
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Workstation/Laptop Patch »  Daily monitoring for, and at least weekly installation of, CTSl-approved MS
Management Windows Operating System and MS Office important updates, service packs,
and critical updates on selected products for covered workstations and
laptops.

Remediation services provided for all servers included under Covered -

! Devices.
Monitoring Services . 24x7§c365 monitoring of:
: p o erver availability
(daily, recurring) o Physical and virtual memaory ulilization on server
o Server's disk storage: disk(s) status, available space and utilization
o Server processor(s) utilization for performance limits
o Event logs for errors on servers
o HP and Dell server hardware; fans, drives, processots, temps, power,

etc.

Critical business-specific server services for operational status (Citrix,

Exchange, Terminal Server, SQL Server, Internet Information Service,

etc.)

o Windows Active Directory on server

o Email system availabiiity when hosted on s Covered Device

o Various specific services and items used on the server, such as
Ethernet errors, FTP, efc.

Q

- Monitoring Services  «  Review of server event logs for frends, repetition, confirmation of no

~ (monthly, recurring)

| Service — Server Based Application Support & Assistance

: unreported issues - saved to file for archive, then cleared

*»  Emptying of server's recycle bin

.« Removal of temporary files from server

i« Check Disk verification on all server partitions to confirm that the disk
volume(s) and fite structure(s} are valid

|« Defragmentation analysis of server's storage volumes, whete
recoramended by the manufacturer, to confirm optimum performance and

; defragmentation processing

s Verification that no unnecessary users are listed in the Administrator's

3- Active Direclory groups

i »  Verification that no unnecessary privileges are allowed on server's root and |

| user shares ‘

Remediation and technical support for the specified server-based applications identified in this SOW (software -
must reside on a Covered Device) and listed under Application Support. ‘
Provision of server-related assistance on line-of-business applications (software must be listed under
Application Assistance) by providing technical assistance fo the vendors or manufacturers of the Client’s
business critical applications, if requested. Such assistance would typically consist of local technical expertise
concerning the Client's I T hardware, infrastructure, security, file structure, shared folders, login scripts, and
Windows envircnment,

24x7 monitoring of UPS for events, battery strength, reserve time, battery temps, battery age, when available,
Monthly verification of APC UPS functionalily, self-test schedule, logs and run UPS self-test if not scheduled
and manufacturer recommended.

o Internet Access availability

o Internet Domain Name Services

o Firewall or Router CPU, Memory, Traffic, Ethernet errors, SYSLOG and SNMP, when available ,
o  Switch Connectivity, CPU, Memory, SNMP and Traffic, when available !
Monthly backup of configuration on covered firewall, routers and switches |

® Computer Transition Services, inc. 2018 All rights reserved Page 5 of 21
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. »  Semi-annual configuration review of covered firewall(s) for valid rules, tables, VPN settings, and administrative

i access seltings
.+ Installation of CTS! approved OS and firmware updates to covered infrastructure network devices during CTS!

Business Hours, when recommended

€ kstation N ement... e
"« Remediation and technical support for workstations listed under Covered Devices.
'« 24x7 Monitoring of:
j 6 Physical and virtual memory utilization on workstations. _ ‘
o Monitoring of disk storage: disk(s) status (SMART-héalth when available), available space and utilization.
o Processor(s) utilization for performance limits, ‘
; o Endpoint protection conisole for status and "hreat” activity.
" s Monthly services including:
o Monthly emptying of each workstation's recycle bin.
o Monthly removal of temporary files.
o Monthly Chick Disk verification on all workstation internal drive partitions to confirm that the disk
volume(s) and file structure(s) are valid.
o Monthly defragmentation analysis of workstation's internal storage volumes to confirm optimum
performance and defragmentation processing, when recommended.

Mobile Device Assistance for Key Employees

e General assistance lo the client with mobile device issues. '
e« Assistance provided to the manufacturer or maintenance plan provider with mobile device issues (device
' repairs are hot included).

[ Networked Scanner Assistance
ailable and

Printer

~«  Help usérs with simple issues as well as download and install new device drivers, when av
recommended for printers and scanners that are covered devices.
+  Note: Due fo the farge variation in printer and scanner functions, CTSI provides imited assistance with the
networked printers or scanners as listed under Covered Devices. Printer consumables and repairs or
remediation for these devices are not covered under this SOW,

S

ryic

Service —Consulting. .0 £ i iy

“e  Provide annual assistance with IT budget planning, budgeting, and IT development roadmap.

'« Pariicipate in quarterly |T business review meetings to consider GTS!'s performance, Client's System

; performance, issues, security, business changes, |IT changes, projects, concerns, trends, and
recommendations for improved productivity.

"« Monthly reporting of IT systems availability, performance and monitoring and discussions on Client's Systems.

!« Ongoing hardware and software maintenance plan and warranty managemient on ali Covered Devices.

rvice — Security Aware _
This service provides the lalest annual op- ,-Cyb
exam designed to better educate Client’s users to be cyber-security aware, protect data, and avoid taking
actions that might compromise the Client's network, data, or IT devices. (An advanced version of this service
is also available that includes weekly on-going micro-training and a monthly security newslefter in addition fo
the base annual training described above.)
« Client's overall |T security posture is also assessed annually, utilizing an assessment tool based on the
National Institute of Standards and Technology (NIST) Gyber Security Framework, This assessment is used to
develop, implement, and mafntain a sustainable IT security risk assessment process and documentation for

the Client's organization.

® Computer Transition Services, Inc. 2019 All rights reserved Page 6 of 21
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Optional Services Selected

The foliowing Optlonal Services have been included and will be provided as indicated under this SOW.

‘Optional Service — Thin Chentlmage'and Co

- CTSI will manage the Thin Client Console, prowdmg updates to theconsle system as rieeded and will also
‘ manage the process of building / updating the image used by the Client's thin client devices and the deployment of

| those images fo the thin clients, for 81 thin client devices.

Managed Equipment / Hardware / Software

The Services will be applied to the following equipment / hardware (*Covered Devices");

The Services which apply to Windows servers, will be provided to all of Client's Windows servers unless
the device is listed below under Excluded Devices or listed below under Monifored Only Servers and
Devices. At the start of this SOW the number of fully managed Servers (including VM Hosts and SANs)
connected to the Client's network to be covered by this SOW and managed by CTSI has been
determined to be 34. The initial number of Client Users being supported under this SOW is 98. As the
number of Client IT Servers, Hosts, SANs or Users increases or decreases, the Client’s monthly fee will
change (see “Assumptions / Minimum Requirements / Exclusions”).

Initial Quantities:

Fully Managed Windows Servers............coccouees 23
VM Host Hardware ... 9
SAN Hardware DeviCes.........vvervvevieorererrneeernes 2
FIewalls ...coov e e 4
Routers/Layer 3 Switches ... 3
Wireless LAN Controllers ........ccoccoiniiininnn [¢]
SWHCHES .ot 18
Standalone Wireless Access Points......c...ooc.... [
UPSE oottt e 3
Terminal Server APDPS........ccccovevrivcenenvenieiinenn. 8
Workstations/Laptops........cccovviviiinincnecnnn. 22
USEBIS it i et seese e en e aran s 98

("Users” are defined as the greater of either the sum of all people using the Client's Systems, or the sum of
User objects in the Client's Windows Active Directory created for use by a person and s included in the
quantily covered by this SOW if that user has legged into the Aclive Directory within the past 30 days.)

Application Support

Application “Support’ setvices will be provided during CTS! Normal Business Hours for the following
applications which reside on fully managed servers:

+ ({none)

Application Assistance

Application "Assistance” service to be provided during CTSI Normal Business Hours for the following
applications on fully managed servers;

» {none)

® Computer Transition Services, Inc. 2019 All rights reserved Page 7 of 21
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Monitoring Only Servers and Devices

The devices in the list below typically do not use the Microsoft Windows operating system so cannot be
fully managed by CTSI; instead, they will be monitored only to ensure basic function and to nofify those
responsible for the management of these servers if a monitored metric falls out of tolerance. The
monitoring tools and notification services noted below, are covered by this SOW.

. “'24x7 Monitoring of: - '
o internet Access avallabﬂlty -
'internet Domaln Name Sennces

ernory utilization, If applicable .
orage: disk(s) stalus, available spa

Celie e e e

zf'EZServer. FTP, H'ITPIH'ITPS SNMP traffic, Telnet, SMTP o) il

Any remediation services or assistance related to these Monitored Only servers or devices are NOT
covered by this SOW. Replacement Labor services for these Monltored Only devices are NOT covered
by this SOW. All Remediation and replacement services for these Monitored Only devices will be billed
separately at the CTSI applicable hourly rates

Monitored Only, Servers or Devices:
+« (none)

Changes in IT Systems

Client agrees that changes to any of the quantities or items listed above may impact the monthly fee for
the Services provided in this SOW in subsequent monthly invoices. CTS| will automatically adjust the
monthly fee for the Services in this SOW for changes to the number of users or servers (the two most
common changes), as indicated in Fees: Changes to Monthly Fee Due to Client Changes.

Term; Termination

The Services will commence, and billing will begin, on the date on which the Services are implemented and
operational (“Commencement Date”.) The target Commencement Date has been set to August 1, 2019.

To meet the target Commencement Date for implementation and due to fluctuations in market pricing, CTSI
must receive your signed version of this SOW by July 18, 2018. We reserve the right to adjust the pricing
and/or the "Commencement Date” noted above if CTS! has not received your signed version of this SOW

by July 18, 2018,

Duration; Term

No Term is defined for this SOW, but it is designed to serve the Client for at least one year from the
Commencement Date. Client and CTS! agree that this SOW will begin on the Commencement Date and
continue indefinitely until terminated as described below.

Termination Due to Replacement

If Client and CTS enter into a new statement of work designed to replace this SOW, then this SOW will be
replaced and therefore terminated by the replacement SOW as of the commencement date of that
replacement SOW.

® Gomputer Transition Services, Inc. 2019 All rights reserved Page 9 of 21
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Termination by Client

» |f Client desires to terminate this SOW for any reasoen, Client agrees to provide CTSI with advance
written notice requesting termination of this SOW. The written notice requesting termination must be
received by CTSI at least 60 days prior to the desired SOW termination date.

» Client agrees to be respensible for payment of the SOW monthly fees, any other agreed upon
services provided by CTSI, and all reimbursable costs incurred on Client’s behaif by CTSI up to the
date of termination.

» There being no defined Term or Expiration Date associated with this SOW, Client will not be
responsible for any further “expected” amounts related to this SOW other than those items noted in
this "Termination by Client” section.

» For the purposes of clarity, you and we agree that the terms of this section ("Termination By Client")
overrules any directly conflicting terms on the Master Service Agreement. All remaining paragraphs of
the Master Service Agreement section Term; Termination remain in force and unaffected by this

SOW. &

Termination by CTSI ainty o)
This SOW may be terminated by CTSI upon ﬁéﬁw@ays written notice to the Client.

Assumptions / Minimum Requirements / Exclusions

Assumptions
The scheduling, fees and provision of the Services are based upon the following:

» Service outside of CTSI Normal Business Hours
Services provided by CTSI outside of CTSI’s Normal Business Hours are not covered by this SOW and
will be billed to Client separately; provided, however, that all such services are subject to technician
availability and CTSI's approval. (See Schedule A, Additional Provisions for details of CTS! Normal
Business Hours.)

If a critical issue is detected on the Client's system outside of CTSI's Normal Business Hours, the Client
authorizes CTSI to provide and bilt up to two hours of After-Hours or Premium After-Hours remediation
services on that issue to maximize availability of Client’s system during business hours. If it appears
that more than two hours of services may be required to resolve the issue, Client's permission will be
cbtained before exceeding this two hour limit.

Minimum Requirements

The minimum requirements listed below must be maintained by Client at all times. Services required to
bring Client's System(s) up to these standards are not included in this SOW and will be billed to Client
separately.

s An outside static IP address assigned to a network device, allowing secure remote access from
CTS!'s neiwork to the dlient's network, is required.
e CTS! needs administrative access to fully managed Client devices covered by this SOW.
CTSl needs SNMP access and credentials to all Client network devices being monitored.
Client's enviranment must have a current, vendor-supported and CTSi-approved antivirus solution
with current vendor maintenance protecting all covered servers and workstations.
» Client's environment must have a licensed, vendor-supported and CTSI-approved hardware firewall
with current vendor maintenance, between the internal network and the internel,
« Client’s environment must have a licensed, vendor-supported and CTS!l-approved backup solution
with software maintenance in force.
CTSI must be involved in any business plans of Client that impact or may impact Client's System.
Physical space plus GTSI access is required at Client’s facility for the CTS| owned
security/monitoring/remote access host server:
o Atleast 2 network connections and internal |P addresses for use on the Client's local area
netwaork
o 120v AC power and reasonable cooling

©® Computer Transition Services, Inc. 2019 Al rights reserved Page 10 of 21
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s For Email protection, provide administrator level access to CTS! for all email domains that will be
protected and keep CTS! informed of all critical domains and email addresses that need to be white-
listed

« All managed devices covered by this SOW (see Managed Equipment / Hardware / Software), must
utilize Microsoft-supported Windows operating systems, and all software installed on such equipment
must be properly licensed and supported by their respective manufacturers.

« All of the latest Microsoft service packs and critical updates must be installed on the fully managed
devices, including those for Microsoft server applications such as Microsoft Exchange and Microsoft
SQL.

Exclusions

Services that are not expressly described in this SOW will be ouf of scope and will not be provided to
Client unless otherwise agreed, in writing, by CTSI. Without limiting the foregoing, the following services
are expressly excluded under this SOW, and if required to be performed, must be agreed upon by CTSI
in writing:

Remediation of issues occurring or existing prior to commencement of this SOW, unless this
SOW replaces an active CTSI Assurance SOW or Assurance Agreement

Customization of third party applications, or programming of any kind

Support for operating systems, applications, or hardware no longet supported by the
manufacturer

Datafvoice wiring or cabling services of any kind

The migration from one system to another if both systems are not using the same software - (For
example, a migration from Microsoft Exchange emait system to Office 365 hosted email system is
not covered by this SOW)

Equipment relocation involving a physical address change

The cost to bring the System up to the Minimum Reguirements (unless otherwise noted in “Scope
of Services" above)

The cost of repairs to hardware or any supported equipment or software, or the costs to acquire
parts or equipment, or shipping charges of any kind

Devices located outside the United States cannot be included in this SOW.

-

+ Website hosting, development, management, or maintenance
Services provided outside of CTSI's Normal Business Hours (see Schedule A)

» Excluded Devices
At the Client’s request, the following IT Devices will NOT be included or covered by this SOW in
any manner. Any CTSI services or assistance with these devices will be billed to the Client
separately and in addition to this monthly SOW fee at CTSI’s applicable hourly rates. Any
remediation services provided by CTSI on Fully Covered devices that are the result of issues
created by these Excluded Devices (at CTSV's discretion) will not be covered by this SOW and
will be billed separately to Client at CTSI's applicable hourly rate.
¢« {none)

© Computer Transiion Services, Inc, 2019 All rights reserved Page 11 of 21
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Service Levels

Monitoring will occur on a 24x7x365 basis; repair and remediation services (if applicable} will he provided
only during business hours unless ctherwise specifically stated in this SOW. We will respond to
problems, errors or interruptions in the provision of the Services, as soon as possible but within the
timeframe(s) described below. Severity levels will be determined by CTSI in our reasonable discretion.
All remediation services will be started remotely when feasible, but CTSI will provide onsite service if
remote remediation is ineffective (at CTS| discretion.) (Travel time and mileage fo locations outside of

Lubbock are hot covered by this SOW

Critical problem: Service not
available (all users and functions
unavailable)

emeti orts

her Defense SO

will begin within one
{1) business hour
after notification. *

Gov

Response within one (1)
hour.

Carte / Services not >
ered by this SOW

Significant degradation of service
{large number of users or
business critical functions
affected)

Remediation efforts
will begin within two
{(2) business hours
after notification. *

Response within two (2)
hours

{business process can continue,
one user affected).

will begin within two
(2) business days

Limited degradation of service Remediation efforts Best efforts.
{limited number of users or will begin within eight

functions affected, business (8) business hours

process can continue). after notification. *

Small service degradation Remediation efforts | Best efforts.

after notification. *
* Al time frames are calculated as of the time that CTS! is notified of the applicable issue/problem/request
by Client through CTSI’s designated support contact methods listed here:
«  Via email to Help@ctsinet.com (monitored during business hours)
« Online by creating a service request on our Managed Services Customer Portal website at
https://connect.ctsinet.com/support (monitored during business hours)
» Talking to a CTS! Dispatcher or Help Desk technician via telephone by calling our Technical
Support Help Desk at 806-793-8961 (or 800-687-2874) and choosing the technical support option
» For support outside of CTSI Business Hours, calling the above number will connect you to CTSI's
After-Hours paging service who will page the On-Call technician to return your call. Glient
understands that support services provided outside of CTS| Business Hours are not covered by
this SOW.

Notifications received in any manner other than described herein may result in a delay in the provision of
remediation efforts. Support provided outside of our hormal CTSI Business hours will be billed to Client
at the CTS! applicable hourly rate for the services involved. Client understands thal leaving voice
messages or sending email directly to individual technical support members at CTSI is discouraged
because this may delay the resolution of the issue,

Fees

The monthly fee for participation in this SOW will be $ 8,659.01 plus applicable tax, invoiced to Client in
advance. This monthly fee is subject to change if Client changes the IT Systems, Options, or Users
covered by this SOW (see Changes to Monthly Fee Due to Client Changes) and is aiso subject to an
annual increase (see Annual increase to Monthly Fee.)

Client agrees to pay a one-time Implementation Fee of $ 1,670.16 plus applicable tax. This one-time
fee will be invoiced once the Services defined in this SOW are put in place and become operational.
(This one-time implementation fee includes fees for implementation travel time and mileage if Client’s site
is located outside of Lubbock.)

® Computer Transition Services, Inc, 2049 All rights reserved Page 12 of 21
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The prices for the Services indicated in this Statement of Work are based on Client using payment
methods of ACH or check. Qther payment methods are available upon reguest, but may Increase the
price for Services.

Changes to Monthly Fee Due to Client Changes

The monthly fee for this SOW is deterimined based on the quantity of Client Devices, Users, and selected
Options as this SOW is commenced (see Initial Quantities under Managed Equipment / Hardware /
Software.) When Client makes changes to the IT Systems, many of these changes impact CTSI’s
responsibilities as dictated in this SOW. Therefore, CTSI may change the monthly fee for this SOW as
Client makes changes to its IT Systems which impact CTS! responsibilities. The most common changes
in IT Systems oceur in the quantity of Client Users (with consideration for user workstations) and Servers
{including VM Hosts or SANs.) Client understands that when they add or reduce the number of Users or
Servers, that the monthly fee for this SOW will change by the amounts indicated below for each User or
Server. These quantities will be reviewed monthly and the total monthly SOW fee adjusted accordingly.

e« § 73.00/ month {plus tax) per Client User during the 1% year of this SOW, (This rate is based on
the combined total dollars for Client Users and Workstations at the beginning of this SOW. If
Client adds a User, the total monthly fee for this SOW will increase by $  73.00, hased on this
first year rate.)

¢« $ 137.00/ month (plus tax) per Client Server device during the 1% year of this SOW. (If Client
retires a Server which is not replaced, the monthly fee for this SOW will decrease by $ 137.00,
hased on this first year rate.)

The two rates above are also subject to the Annual Increase to Monthly Fee as defined below, so will
increase proportionately each year

Client changes to other T System devices (such as firewalls, routers, etc. and the Client selected Optional
Services in this SOW can also impact this monthly fee, but are much less frequent. If the monthly fee for
this SOW increases due to changes in other Client Systems or Options covered by this SOW (excluding
Users and Servers) by more than 4%, CTSI will provide 30 days advance notice to the Client of the increase.

Annual Increase to Monthly Fee

This SOW includes an automatic annual rate increase in the monthly fee bilted to the Client for the services
defined in the SCW. The monthly fee increase will occur once each year on the anniversary of this SOW
Commencement Date. The increased fee will become the new monthly SOW fee billed during the 12
maonths following the anniversary of this SOW's start date, adjusted by any other Client changes to IT
Systems impacting CTSI responsibilities in this SOW during that year.

The annual increase in the monthly fee for this SOW will be based on the monthly amount billed for this
SOW just priar to the SOW's anniversary.

To illustrate, the first annual increase will accur one year from the commencement of this SOW. Beginning
in the 13" month of the SOW, presuming no changes have occurred in quantities of Covered Devices or
Users during the first year, the monthly fee for this SOW will increase beginning in the 2" year by $ 386.36
for a new monthly amount of $10,045.37 plus applicable tax.

if changes in quantities of Covered Devices or Users have occurred during the preceding year, the annual
increase will be adjusted proportionately, reflecting those changes. This monthly fee will be increased every
year by the same percentage on the anniversary of this SOW.

© Computer Transiion Services, Inc. 2019 Al rights reservad Page 13 of 21
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Payment Terms
All amounts billed to client under this Assurance SOW will be due 30 days from the invoice date (Net 30.)

For the purposes of clarity, you and we agree that the terms of this Statement of Work section "Payment
Terms" referring to "30 days” overrules the directly conflicting terms showing “20 days” in the Master
Service Agreement section 3) FEES; PAYMENT, in both paragraphs a) Schedule and b) Nonpayment.
All remaining statements and paragraphs of the Master Service Agreement section 3) FEES;
PAYMENT remain In force and unaffected by this SOW,

Additional Terms

Additicnal terms, are attached as Schedule A to this SOW.,

Advanced Security Options

CTS| offers several more sophisticated security services that provide additional levels of protection to
organizations that demonstrate a need for higher levels of Cyber Security as recommended by the
National Institute of Standards and Technology (NIST) Cyber Security Framework.

Client understands that declining any advanced security services available in this SOW reduces

protections available to Client's System. Client will be responsibie for the CTSI remediation services
(including those services covered by this SOW) and/or materials involved in resolving the effects of a

security event which could have been prevented (at CTSI discretion) by any of the Declined Advanced

Securities Services listed below.

The following security services are available; please confirm your acceptance or rejection of each service
below, by initialing the action on each Advanced Security Service option.

Advanced Security Services

anced Security Service — Breach Prevention P

,,35__ Accepted by Client

' The Breach Prevention Platform provides Client with a set of fools for managing
" and maintaining the security policies, security assessments, on-line security policy
. storage, and security awareness training needed by most small o medium size
businesses that face todays growing security threat landscape. In addition to an
annual Security Risk Assessment for the Client based on the NIST Cyber Security
- Framework, the following are provided for alf Client users:
e Weekly 2-3 minute end-user securjty training video and 4 question test for
~ comprehension
e Simulated phishing assessments (6 times per year) testing each Client user's
' discernment of potentially dangerous emaif messages
Dark Web scans twice per year for Client email addresses
Monthly Security Newsletter emailed to Client staff for additional education ‘
Employee Vulnerability Assessment scoring system based on the above results |

® Computer Transition Services, Inc. 2019 All rights reserved Page 14 of 21
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\%) Declined by Client

- A comprehensive combined Security Information and Event Management
| (SIEM) as-a-Service with a Security Operations Center (SOC) as-a-Service
. solution hosted by an organization whom CTS! partners with to provide cyber

- security solutions with endpoint and data protection focus. This means your cyber |
| securily team includes the most advanced fechnology and deepest experience in |
 the industry offering a truly holistic approach to information security, with 100% US
| staff.

- With this service, Client receives a dedicated team of security analysts who
manage real-time collection of security related data, automated ticket creation

| (within 3-5 minutes) of any activity indicating a policy violation, execution violation,
| unexpected login activity, unexpected changes, virus/malware activity, unexpected
| network traffic, efc., and perform daily reviews of all monitored infrastructure device
- (Firewalls, Servers, Routers, Wireless Lan Controllers) logs and security event ‘
- notifications, 7 days a week, 365 days a year with CTSI remediation services. This

. service provides cost-efficient monitoring and response that meets regulatory

- requirements such as PCl, FFIEC, and HIPAA.

] ;{5 Declined by Client

- The Annual Comprehensive Vulnerability Scan setvice delivers a point-in-time

- assessment solution to Client for identifying the vulnerabilities, configuration issues, |

- and malware that atfackers use to penetrate a network. This service is desighed to
quickly identify and provide information useful in resolving the latest vulnerabilities :
 detected on your interal network devices, including software flaws, missing
- patches, malware, and device misconfigurations, across a variefy of operating
systems devices and applications. The results of each annual vulnerability scan

- are provided to the Client in report format showing vulnerabilities by host and

; - suggested measures for remediation.

éLDeclmed by Client

. The Annual Security Policies Development Workshop is an annual workshop
' facilitated by a CTS! security specialist with the Client’s security team or committee .
- to assist with developing, maintaining, and d:ssemmatmg corporate security policy

- documents tailored to the Client’s unique security needs and regulatory

- requirements.
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Authorized Contact(s)

In addition to the signatory to this SOW, the following person(s) shall be an Authorized Contact for this
Client:

Contact Name Contact Details

Emaill: 9] .

ame: e P
:'u m o |DrectPn fﬂé«f?4»4;g'//j
itle: : ) w :
S0 Mobile Ph: _fﬂé ’W’jfﬁ;

Email:
Name:
Direct Ph:
Title:
Mobile Ph:
{If more Authorized Contacts need fo be listed, please attach additional pages fo this SOW)
© Computer Transition Services, inc. 2019 All rights reserved "~ Page 16 of 21
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l.ocations Covered by Services

The Services will be provided fo the Client at the following location{s):

Primary Location: Hockley County
802 Houston Street
Levelland, Texas 79336

Location Name Location Details

Name: Address:

Hoddlea Conndd [ 1210 fye R*6, Levelland , TY 191336
Shri§ES DR

Name: Address;

\r\oc)«a\ﬁﬁ Cow:\\;\j Anaer| 624 Avenue H, |evelinnd  TX 19356

Name: Address:

Hoddeu (ﬂm\—g 13 Avenut (.71 Le\JCHMC/\, TX 718336
J U\VU\\QQ Reobefion

(if more Locations need to be listed, please attach additional pages lo this SOW)

Acceptance of this Assurance with Cyber Defense SOW

Client CTSI

_ Hockley County Computer Transition Services, Inc.

Date: Date:
75/ /7 2l

Signature: Signature:
Prmt Name / POSE’[IOI’I Print Name/Position:

7 . 4 -
ﬂar/aﬁ/a/ﬂféfj Wd@ﬁ% Be.an Alle., ¥

© Compuiér Transition Services, Inc. 2019 Ali rights reserved Page 17 of 21
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Additional Locations

Mallet Event Center / 2320 S. St. Hwy 385, Levelland, Texas 79336
Justice of the Peace #1 / 105 Hockley Main, Ropesville, Texas 79358
Justice of the Peace #2 / 209 E. Richardson, Sundown, Texas 79336

Justice of the Peace #4 / 6054 Hwy 84, Anton, Texas 79313
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SCHEDULE A

Additional Provisions

CTSI Normal Business Hours

Normal Business Hours are defined as the hours of 8:00 am — 5:00 pm, Central Time, Monday through

Friday, excluding holidays as observed by CTSI. The holidays observed by CTSI are:
s New Year's Day (January 1)

Memorial Day (last Monday in May)

Independence Day (July 4)

Labor Day (first Monday in September)

Thanksgiving (fourth Thursday in November)

Day after Thanksgiving

Christmas Eve (December 24)

Christmas (December 25)

CTSI Service Rates
Standard Hourly Rates

As this document was prepared, the standard hourly rates associated with CTSI support rofes for service
provided during CTSI's normal business hours vary from $75 to $199. These rates are subject fo
change. The standard hourly rates are used fo bill the Client for services provided which are not covered
by this SOW.

Every CTS! employee providing IT support services is assigned to one of more than a dozen support
roles. The support role of the person providing services is what determines the standard hourly rate for
the services provided. Each of these support roles have education, certification and experience
requirements which must be completed before a person is eligible to work in that role. As our staff
increase their education and certification levels, by completing training and certification exams provided
by our manufacturing partners, the person may move into a higher level support role at CTS1. This can
impact the hourly rate used for the person’s support services from that point forward. We work diligently
to balance providing a prompt response from CTSI with a person in an appropriate support role, to
minimize the client's support costs for work not covered by this SOW.

After Hours Services
e All services provided to Client outside of CTSI's Normal Busingss Hours as indicated below will be
billed at 1.5 times CTSI's Standard Hourly Rates
These After Hours Services will be billed in addition to the monthly SOW fees.
After Hours rates apply:
o Monday — Friday except holidays: 5pm to midnight and 6am to 8am
o Saturday: 6am to midnight

@ Computer Transition Services, Inc. 2019 All rights reserved Page 18 of 21
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Premium After-Hours Services
» Al services provided to Client outside of CTSI's Normal Business Hours and CTSI's After Hours
times are considered Premium After Hours services and will be billed at 2 times CTSI's Standard
Hourly Rates.
These Premium After Hours Services will be billed in addition to the monthly SOW fees.
Premium After Hours rates apply:
o Monday — Saturday: midnight to 6am
o Holidays: All Times
o Sunday: All Times

Travel Outside of Lubbock

« Travel and mileage charges to locations outside of the city of Lubbock are not covered by this
SOW.

s When travel outside of the city of Lubbock is required to provide services to the Client, the Client
will be billed at % the Standard, After Hours, or Premium After Hours rates as applicable, for all
travel time, plus mileage at the current federal mileage rate, for travel both to and from the place
of service and CTSI's offices.

Remediation

Unless otherwise provided in this SOW, remediation services will be provided in accordance with the
recommended practices of the managed services industry and the (NIST) Cybersecurity Framework. Client
understands and agrees that remediation services are not intended to be, and will not be, a warranty or
guarantee of the functionality of any particular device, or a service plan for the repair of any particular
managed hardware or software.

Monitoring Services; Alert Services

Unless otherwise indicated in this SOW, all monitoring and alert-type services are limited to detection and
notification functionalities only. Monitoring levels will be set by CTSI, and Client shall not modify these
levels without CTSPs prior written consent.

Modification of System

The Services rely upon physical and virtual configurations of the System as known to, and (if applicable)
determined by, CTSI. Changes made to the System without our prior authorization or knowledge may have
a substantial, negative impact on the provision and effectiveness of the Services. Client agrees to refrain
from moving, modifying, or otherwise altering any portion of the System without our prior knowledge and
consent. For the purposes of illustration, Client shall not add or remove hardware from the System, install
applications on the System, or modify the configuration or log files of the System without CTS!'s prior
knowledge and, on each occasion, written consent.

Anti-Virus; Anti-Malware

CTSI's End Point Protection solution will generally protect the Client's system from becoming infected with
new viruses and malware {"Viruses”) in addition to providing protection via global threat intelligence,
advanced sandboxing, and real-time malware blacking, plus continuously analyzing file activity across your
network; however, Viruses that exist on the Client's system at the time that the security solution is
implemented may not be capable of being removed without additional services, for which a charge may be
incurred.

You understand and agree that no security solution is one hundred percent effective, and any security
paradigm may be circumvented andfor rendered ineffective by certain Viruses or malware, such as
ransomware or rootkits, that were previously unknown to the manufacturers of the software solution, and/or
which are purposely or intentionally downloaded or Installed onto your System. You are strongly advised
to refrain from downloading files that are sent by unknown users, and/or users or files whose origination
cannot be verified, CTSI does not warrant or guarantee that all Viruses and malware will be capable of
being avoided or removed, or that all forms of Viruses and malware will be timely detected or removed, or
that any data corrupted or encrypted by Viruses or malware will be recoverable.

® Computer Transition Services, inc. 2019 All rights reserved Page 19 of 21
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In order to improve security awareness, you agree that CTSI or its designated third party affiliate may
tranisfer information about the results of processed files, information used for URL reputation determination,
security risk tracking, and statistics for protection against spam and malware. Any information obtained in
this manner does not and will not contain any personal or confidential information.

Exchange / Email

Client is solely responsible for the security, confidentiality and integrity of all email, and the content of all
email, received, transmitted or stored through the Client's Email systems.

SPAM / Junk Mail Filtering

CTSIs Assurance with Cyber Defense SOW provides email scanning for incoming unsolicited commercial
or potentially dangerous email. Using proprietary algorithms and other technologies, the service scans
incoming email for deslgnated keywords, attachments, senders, and known biacklisted sites, and filters or
quarantines the email accordingly. From time to time the service may filter email that is not SPAM or junk
mail, or may block email from legitimate sources. Client Is advised to pay close aftention to notices about
filtered or quarantined email or periodically review these lists to ensure that relevant emails are not being
filtered impropetly, and will notify CTSI in the event that these SPAM filter settings require adjustment.

Patch Management

CTSI shall keep all managed infrastructure equipment and Windows based operating system software
covered by this SOW current with critical patches and updates ("Patches”), generally as such Patches are
released by the manufacturers of the applicable hardware or software. Patches and updates are developed
by third party vendors and, on rare occasions, may make the System, or portions of the System, unstable,
or cause the managed equipment or software to fail to operate properly even when the Patches are installed
correctly. CTSI shall not be responsible for any downtime or losses arising from or related to the installation
or use of any Patch. CTSI reserves the right, but not the obligation, to refrain from installing a Patch if CTSI
is aware of potential technical problems caused by a Patch, or believes that a Patch may render the System,
or any portion of the System, unstable.

Quarterly Business Review; IT Strategic Planning

Suggestions and advice rendered to Client are provided in accordance with relevant industry practices,
based on Client's specific needs. By suggesting a particular service or solution, CTSH is not endorsing any
particular manufacturer or service provider. CTSI is not a warranty service or repair center, and does not
warrant or guarantee the performance of any third party service or solution.

Diagnostic / Auditing Services

Any diagnostic or auditing services performed by CTSI may require CTSI to install a small amount of code
(“Diagnostic Code”) on one or more of the devices attached to the System. The Diagnostic Gode is deleted
in its entirety after the testing process concludes. No personal information or personal data reviewed or
copled by CTSI at any time during the testing process. No files will be erased, modified, opened, reviewed
or copied at any time during the testing process. The Diagnostic Code will not install or create any disabling
device, or any backdoor or hidden entryway into the System. The results of the diagnostic testing will be
kept confidential by CTSL.

You grant CTSI permission to access the System for the purpose of conducting the diagnostic testing, and
agree to hold CTSI harmless from and against any and all incidents or damages that may occur during or
as a result of the testing process, regardless of the cause of such damages including but not limited to data
loss due fo events beyond CTS!'s reasonable cantrol, network or communication outages, and deficiencies
or errots in any of hardware or equipment that may interrupt or terminate the diagnostic testing process.

The testing process is for diagnostic purposes only. The process is not intended, and will not be used, to
correct any problem or error in the System. CTSI does not warrant or represent that the testing process
will result in any particular autcome, or that any particular issue, hardware or software configuration will be
correctly detecled or identified.
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Sample Policies, Procedures

From time to time, CTS| may provide Client with sample (i.e., template} policies and procedures for use in
connection with Client's business (“Sample Policies"). The Sample Policies are for Client's informational
use only, and do not constitute or comprise legal or professional advice. The Sample Policies are not
intended to be a substitute for the advice of competent counsel. Client should seek the advice of competent
legal counsel prior to using the Sample Policies, in part or in whole, in any transaction. CTSI does not
warrant or guarantee that the Sample Policies are complete, accurate, or suitable for Client’s specific needs,
or that Client will reduce or avoid liability by utilizing the Sample Policies in its business operations.

Penetration Testing; Vulnerability Assessment

From time to time, depending on service plans and options elected by Client, CTSI may perform Penetration
or Vulnerability Assessments of a Client's [T System. Client understands and agrees that security devices,
alarms or other security measures, both physical and virtual, may be tripped or activated during penetration
testing processes, despite CTS!'s efforts to avoid such occurrences. Client shall be rasponsible for notifying
any monitoring company and atl law enforcement authorities of the potential for “false alarms” due to the
provision of the penetration testing services, and shall take all steps necessary to ensure that false alarms
are not reported or treated as “real alarms” or credible threats against any person, place or property. Some
alarms and advanced security measures, when activated, may cause the partial or complete shutdown of
the Client's System, causing substantial downtime and/or delay to Client's business activities, CTSI shall
not be responsible for, and shall be held harmiess and indemnified by Client against, any claims, costs,
fees or expenses incurred by Client that arise or result from (i) any response to the penetration testing
services by any monitoring company or taw enforcement authorities, or (ii} the partial or complete shutdown
of Client's System by any alarm or security monitoring device,

Domain Name Services

If Client registers, renews or transfers a domain name through CTSI, GTSI will submit the request to its
domain name services provider (the “Registrar”) on Client's behalf. CTSI's sole responsibility is to submit
the request to the Registrar, CTSI is not responsible for any errors, omissions or failures of the
Registrar. Clients use of domain name services is subject to the applicable legal terms of the
Registrar. Client is responsible for closing any account with any prior reseller of or registrar for the
requested domain name, and Client is responsible for responding to any inquirfes sent to Client by the
Registrar.

Unsupported Configuration Elements or Services

If Client requests a configuration element (hardware or software) or hosting service in a manner that is not
customary at CTSI, or that is in "end of life” or "end of support” status, CTSI may designate the element or
service as “unsupported,” “non-standard,” “best efforts,” “reasonable endeavor,” “one-off,” "EOL,” “"end of
support,” or with like term in the service description (an “Unsupported Service”), CTSI makes no
representation or warranty whatsoever regarding any Unsupported Service, and Client agrees that CTSI
will not be liable to Client for any loss or damage arising from the provision of an Unsupported
Service. Deployment and service level guarantees shall not apply to any Unsupported Service.
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The mission of Computer Transition Servicés, inc. is to improve the life and business
success of clients by providing integrated solutions and professional services to meet their
technological and organizational needs.
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Computer Transition Services, Inc.

3223 8, Loop 289, Suite 556

Lubbock, TX 78423

www.clsinef.com

Tel: 806-793-8961 Fax; 806-793-8968

Copyright © 2019 Computer Transition Services, Inc. All rights reserved.

No part of this publication may be reproduced, lransmitted, transcribed, stored in a retrieval system, or translated
into any language, in any form or by any means, electronic, mechanical, photocopying, recording, or otherwise,
without prier written permission from Computer Transition Services, Inc,

All copyright, confidential information, patents, design rights and all other inteltectual properly rights of
whatsoever nature contained herein are and shall remain the sole and exclusive property of Computer Transition
Services, Inic. The information furnished herein Is believed fo be accurate and refiable.

However, no responsibility is assumed by Computer Transition Services, Inc. for its use, or for any infriingements
of patants or other rights of third parties resulting from its use.

The Computer Transiiion Services, Inc. name and Computer Transition Services, Inc. logo are trademarks or
registered trademarks of Computer Transition Setvices, Inc.

All other trademarks are the property of their respective owners

Last edited 03/25/2019
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Computer Transition Services, Inc.
Master Service Agreement

‘This Master Service Agreement (this "Agreement”) is between Computer Transition Services, Inc., a Texas
corporation with offices located at 3223 South Loop, Suite 556, Lubbock, Texas 79423 (“us”, “our”, "we" or
"CTS!"), and Hockley County, the entity who accepts this document by sighing, either physically or
electronically, in the signature block, below ("you”, “your” or “Client"). This Agreement is effective as of the
latest date of the signatures of the parties below ("Effective Date”).

1) SCOPE OF SERVICES; SOW. This Agreement governs all products or services that we perform or provide
to you (collectively, the “Services”). The Services will be described in one or more proposals or statements
of work that we provide to you (each, a “SOW"). Once you and we mutually agree to a SOW (either by
signing it or by electronic acceptance), the SOW will become a part of, and governed under the terms of
this Agreement. [f there is a material difference between the language in a SOW and the language in this
Agreement, then the language of the SOW will control, except in situations involving warranties, limitations
of liability, or termination of this Agreement. Under those limited circumstances, the terms of this Agreement
will control unless the SOW expressly states that it is overriding the conflicting provisions of this Agreement.

2} GENERAL REQUIREMENTS.

a) System. For the purposes of this Agreement, "System” means, collectively, any computer network,
computer system, peripheral or device installed, maintained, monitored, or operated by us pursuant to
a SOW. To avoid a delay or negative impact on our provision of the Services, during the term of each
SOW you agree to refrain from modifying or moving the System, or installing software on the System,
unless we are hotified and agree that such modifications or installation wilt not negatively impact the
System or our ability to provide the Services required under any SOW in effect.

b} Requirements. At all times, all software on the System must be genuine and licensed, and you agree
to provide us with proof of such licensing upon our request. If we require you to implement certain
minimurm hardware or software requirements in a SOW (“Minimum Requirements”), you agree to do so
as an ongoing requirement of CTSI providing its Services to youL

c) Maintenance; Updates. |If patches and other software-related maintenance updates ("Updates’) are
provided under a SOW, we will install the Updates only If we have determined, in our reasonable
discretion, that the Updates will be compatible with the configuration of the System and materially
beneficial to the features or functionality of the affected software or hardware. CTSI will not be
responsible for any downtime or losses arising from or related to the installation or use of any Update,
provided that the Update was installed in accordance with the manufacturer's or applicable vendor's
instructions.

d} Third Parly Support/Troubleshooting. If, in CTSPs discretion, a hardware or software issue requires
vendor or OEM support to resolve a Client IT System issue, we may contact the vendor or OEM (as
applicable) on your behalf and pass through to you, any fees and cosis incurred in that process. If such
fees or costs are anticipated in advance or exceed $200, we will obtain your permission before incurring
such expenses on your behalf unless exigent circumstances require otherwise. CTSI normally involves
you as we engage any other organization for support or troubleshooting assistance and will always
document access by any Third Party Organization. Recognizing that Client may be required to limit
access by Third Party Support organizations to only those specilfically approved by Client, the statement
befow can be initialed by the Client to accommodate this requirement. If Client initials the statement
below, CTSI will not provide access to Client's IT System for any organizations in troubleshooting
Client’s IT System without prior Client approval. If the following statement is not initialed, CTSH for
expediency may {(at its discretion) engage CTSI Partner Vendors providing Third Party Support in order
to achieve the best outcome for the Client without necessarily obtaining Client permission,

As the person executing this MSA on behalf of the Client, my initials on this statement indicate
that even though if may impact the time to resolve an issue on Client's IT System, CTSI must obtain
Clignt approval before allowing any Third Party Support organization not previously approved by Client,
to have access to any Client IT Systems. For purposes of mesting this obligation and expediency,
verbal approval provided to a CTS! representative by Client management is acceptable to Client and
will be recorded in CTSI reg at the time. If written (including email) approval by Client is required,
Client will aiso Initial here: %

© 2019 Gomputer Transition Services, Inc. Al rights reserved. Page 3 of 11
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e) Advice; Instructions. From time to time, and depending on the SOW you agree to, we may provide you
with specific advice and directions related to our provision of the Services or the maintenance or
administration of the System. (For example, our advice or directions may include corrections to issues
that create security risks, increasing the System's server or hard drive capacity or replacing obsolete
equipment that is no fonger supported.) You agree to promptly follow and implement any directions we
provide to you related to the Services which, depending on the situation, may require you to make
additional purchases or investments in the System or the environment in which the System is
maintained, at your sole cost. CTSI will not be responsible for any problems or issues (including but
not limited to System downtime or security-related issues) caused by your failure to promptiy follow
CTSI's advice or directions. If your failure to follow or implement our advice renders part or all of the
Services economically or technically unreasonable fo provide, in CTSI's discretion, then CTSI may
terminate the applicable SOW for cause by providing notice of termination to you, or if feasible, we may
remove the offending device or system from coverage under the SOW. Unless specifically and
expressly stated in a SOW, any services required to remediate issues caused by your failure to follow
CTSI's advice or directions, or your unauthorized modification of the System, as well as any services
required to bring the System up to or maintain the Minimum Requitements, are not covered under any
SOW and will be out-of-scope.

f)  Prioritization. Unless otherwise stated in a SOW, all Services will be performed on a schedule, and in
a prioritized manner, as determined by CTSL

g) Authorized Contact(s). CTSI will be entitled to rely on any directions or consent provided by your
personnel or representatives who are authorized in a SOW to provide such directions or consent
("Authorized Contacts”), [If no Authorized Contact is identified in an applicable SOW, then your
Authorized Contact will be the person(s) (i) who signed this Agreement, and/or (ii) who signed the
applicable SOW. If you desire to change your Authorized Contact(s), please notify CTSI of such
changes in writing which, unless exigent circumstances are stated in the notice, will take effect three
(3) business days thereafter.

h) insurance. If you are supplied with CTS| Equipment (defined below), you agree to acquire and
maintain, at your sole cost, insurance for the full replacement value of that equipment during the term
of the applicable SOW. Upon CTSI's request, you agree to provide proof of insurance to CTSI,
including proof of payment of any applicable premiums or other amounts due under the insurance

policy.

3) FEES; PAYMENT. You agree fo pay the fees described in each SOW. If the SOW does nat include a fee
schedule, then you agree to pay CTS! on an hourly basis pursuant to CTS!'s standard hourly rate schedule.
a) Schedule. Unless otherwise stated in a SOW, or on a specific invoice, all undisputed fees will be due

and payable at CTSi 20 days after the invoice date.

b) Nonpayment. Fees that remain unpaid for more than twenty (20) days after the date on the invoice will
be subject to interest on the unpaid amount{s) until and including the date payment is received, at the
lower of either 1.5% per month or the maximum allowable rate of interest permitted by applicable law.
CTSI reserves the right, but not the obligation, to suspend part or all of the Services without prior notice
to you in the event that any portion of undisputed fees are not timely received by CTSI. Nofice of
disputes related to fees must be received by us within sixty (60) days after the applicable Service is
rendered or the date on which you pay an invoice, whichever is later; otherwise, you waive your right
to dispute the fee thereafter. A re-connect fee may be charged to you if we suspend the Services due
to your nonpayment. Time is of the essence in the performance of all payment obligations by you.

¢) Travel. [f CTSI personnel are required to travel outside of the city of Lubbock in order to deliver the
Services to your requested location{s), we will bill you and you agree to pay, travel related expenses to
and from the remote location including but not limited to (i} mileage, (ii) travel time, and (iii) reasonable
motel/hotel and meal expense when overnight stay is required (at CTSI discretion.)

d) Taxes. You agree fo be responsible for and pay all applicable federal, state, or local taxes on the
Services provided by CTSI. If you are, or become, exempt from any such taxes, you agree to provide
CTS! with a valid tax exemption certificate recognized by the taxing entity. Upon receipt, CTS! will
reverse any exempt taxes which had been billed in the prior 30 days and exempt you from those same
taxes going forward as long as the exemption certifioate remains valid.
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4) ACCESS. You hereby grant to CTSI the right to monitor, diagnose, manipulate, communicate with, retrieve
information from, and otherwise access the System, on a 24x7x365 basis, for the purpose of enabling us
to provide the Services. It is your responsibility to secure, at your own cost and prior to the commencement
of any Services, any necessary rights of entry, licenses (including software licenses), permits or other
permissions necessary for CTSI to provide Services to the System and, if applicable, at your designated
premises, both physically and virtually. Proper and safe environmental conditions must be provided and
assured by you at all times. CTSI shall not be required to engage in any activity or provide any Services
under conditions that pose or may pose a safety or health concern to any personnel, or that would reguire
extraordinary or non-industry standard efforts to achieve.

5) LIMITED WARRANTIES; LIMITATIONS OF LIABILITY,

a) Hardware / Software Purchased Through CTS!l. Unless otherwise stated in a SOW, all hardware,
software, peripherals or accessories purchased through CTSI (“Third Party Products”) are
nonrefundable once the applicable purchase order is placed in CTSI's queue for delivery. We will use
reasonable efforts to assign, transfer and facilitate all warranties (if any) and service level commitments
(if any) for the Third Party Products to you, but will have no lability whatsoever for the quality,
functionality or operability of any Third Party Products, and we will not be held liable as an insurer or
guarantor of the performance, uptime or usefulness of any Third Party Products. Unless otherwise
expressly stated in a SOW, all Third Party Products are provided “as is” and without any warranty
whatsoever as between CTSI and you {including but not {imited to implied warranties).

b) Warranty Application. Notwithstanding any provision to the contrary in this Agreement, any warranty
offered and provided directly by CTSI for any product shall be deemed null and void if the applicable
product is (i) altered, modified or repaired by persons other than CTSI, including, without limitation, the
Installation of any attachments, features, or devices not supplied or approved by CTSI; (i) misused,
abused, or not operated in accordance with the specifications of CTSI or the applicable manufacturer
or creator of the hardware or product, or, (iii) subjected to improper site preparation or maintenance by
perscns other than CTS or persons approved or designated by CTSI.

c) Liability Limitations. This paragraph limits the liabilities arising under this Agreement or any
SOW and is a bargained-for and material part of this Agreement. You acknowledge and agree
that CTSI would not enter into this Agreement unless it could rely on the limitations described in this
paragraph. In no event shall either party be liable for any indirect, special, exemplary, conseguential,
or punitive damages, such as lost revenue, loss of profits (except for fees due and owing to CTSl),
savings, or other indirect or contingent event-based economic loss arising out of or in connection with
this Agreement, any SOW, or the Services, or for any loss or interruption of data, technology or
services, or for any breach hereof or for any damages caused by any delay in furnishing Services under
this Agreement or any SOW, even if a party has been advised of the possibility of such damages;
however, reasonable attorneys’ fees awarded to a prevailing party (as described below) shall not be
limited by the foregoing limitation. Except for your payment gbligations and your indemnification
obligations described in this Agreement, a responsible party's ("Responsible Party's”) aggregate liability
to the other party (“Aggrieved Party") for damages from any and all claims or causes whatsoever, and
regardless of the form of any such action(s), that arise from or relate to this Agreement (collectively,
“Claims”), whether in contract, tort, indemnification, or negligence, shall be limited solely to the amount
of the Aggrieved Party's actual and direct damages, nof to exceed the amount of fees paid by you to
CTS! for the specific Service upon which the applicable claim(s) is/are based during the six (8) month
period immediately prior to the date on which the cause of action accrued. The foregoing limitations
shall not apply to the extent that the Claims are caused by a Responsible Party's willful or intentional
misconduct, or gross negligence. Similarly, a Responsible Party's liability obligation shall be reduced
to the extent that a Claim is caused by, or the result of, the Aggrieved Party’s willful or intentional
misconduct, or gross negligence.
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6)

INDEMNIFICATION. Each party (an "Indemnifying Party”) agrees to indemnify, defend and hold the other
party (an “Indemnified Party"} harmless from and against any and alf losses, damages, costs, expenses or
liabilities, including reasonable attorneys' fees, (collectively, “Damages”) that arise from, or are related to,
the Indemnifying Party's breach of this Agreement. The Indemnified Party will have the Tight, but nof the
obligation, to control the intake, defense and disposition of any claim or cause of action for which indemnity
may be sought under this section, The Indemnifying Party shall be permitted to have counsel of its choosing
participate in the defense of the applicable claim(s); however, (i} such counsel shall be retained at the
Indemnifying Party's sole cost, and (i} the Indemnified Party's counsel shall be the ultimate determiner of
the strategy and defense of the claim(s) for which indemnity is provided. No claim for which indemnity is
sought by an Indemnified Party wili be settled without the Indemnifying Party's prior written consent, which
shall not be unreasonably delayed or withheld.

TERM; TERMINATION, This Agreement begins on the Effective Date and continues until terminated as

described in this Agreement. Each SOW will have its own term and will be terminated only as provided

herein, unless otherwise expressly stated in the applicable SOW. The termination of one SOW shall not,
by itself, cause the termination of (or otherwise impact) this Agreement or the status or progress of any
other SOW between the parties,

a) Termination Without Cause. Unless otherwise agreed by the parties in writing or otherwise permitted
under this Agreement, no party will terminate this Agreement without cause i, on the date of
termination, a SOW is active or in progress. In addition, no party will terminate a SOW without cause
prior to the SOW's natural expiration date. Notwithstanding the foregoing, if CTS| decides to cease
providing a service to all of its customers generally, then CTSI may terminate an applicable SOW
without cause by providing no less than one hundred and twenty (120) days prior written notice to you.
If you terminate a SOW without cause and without CTSI's consent, then you will be responsible for
paying the termination fee describad in Section 7(b), below. If no SOW is active or in progress, then
either party may terminate this Agreement without cause by providing the other party with five (5} days
prior written notice.

b) Termination For Cause. In the event that one party (a “Defaulting Party”) commits & material breach
under a SOW or under this Agreement, the non-Defaulting Party will have the right, but not the
obligation, to terminate immediately this Agreement or the relevant SOW (a “For Cause” termination)
provided that (i) the non-Defaulting Party has notified the Defaulting Party of the specific details of the
breach in writing, and (if) the Defaulting Party has not cured the default within twenty (20) days (ten
{(10) days for non-payment by Client) following receipt of written notice of breach from the non-
Defaulting Party. If CTSI terminates this Agreement or any SOW For Cause, or if you terminate any
SOW without cause prior to such SOW's expiration date, then CTSi shall be entitled to receive, and
you hereby agree to pay to CTSI,

i) all amounts that would have been paid to CTSI had this Agreement or SOW (as applicable)
remained in effect, and

i) all expenses incurred by CTSlin its preparation and provision of the Services to you, e.g., licensing
fees incurred by CTSI, non-mitigatable hard costs, stc.

i) If you terminate this Agreement or a SOW for cause, then you will be responsible for paying only
for those services that were properly delivered and accepted by you up to the effective date of
termination.

c) Client Activity As A Basis for Termination. In the event that (i) any Client-supplied equipment, hardware
or software, or any action undertaken by you, causes the System or any part of the System which is
covered by a CTS| SOW, to malfunction consequently requiring remediation by CTSI on three (3)
occasions or more (*System Malfunction”), and if under those circumstances, you fail to remedy, repair
or replace the System Malfunction as directed by CTSI (or you fail to cease the activity causing the
System Malfunction, as applicable), or (if)- you or any of your staff, personnel, contractors, or
representatives engage in any unacceptable act or behavior that renders it impracticable, imprudent,
or unreasonable to provide the Services to you, then CTSI| will have the right, upon ten (10) days prior
writien notice to you, to terminate this Agreement or the applicable SOW For Cause or, at CTSI's
discretion and if applicable, amend the applicable SOW to eliminate from coverage any System
Malfunction or any equipment or software causing the System Malfunction.

d) Consent. You and we may mutually consent, in writing, to terminate a SOW or this Agreement at any
time.
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e)

f

Equipment / Software Removal. Upon termination of this Agreement or applicable SOW for any reason,
you will provide CTSI with access, during normal business hours, to your premises or any other
locations at which CTSl-owned equipment or software {collectively, “CTSI Equipment”) is located to
enable CTS! to remove all CTS! Equipment from the premises. If you fail or refuse to grant CTS access
as described herein, or if any of the CTSI Equipment is missing, broken or damaged {normal wear and
tear excepted) or any of CTSl-supplied software is missing, or you do not allow CTSI access to uninstall
CTSI owned software and associated licenses, CTS! will have the right to invoice you for, and you
hereby agree to pay immediately, the full replacement value of any and all missing or damaged items
and CTSI licenses that you would not allow to be uninstalied.

Transition; Deletion of Data. |n the event that you request CTSI’s assistance to transition away from
CTSPs services, CTS! will provide such assistance if (i) all fees due and owing to CTS} are paid to CTSI
in full prior to CTSI providing its assistance to you, and (i) you agree to pay CTS! its then-current hourly
rate for such assistance, with up-front amounts to be paid to CTS! as may be required by CTSL. For
the purposes of clarity, it is understood and agreed that the retrieval and provision of passwords, log
files, administrative server information, or conversion of data are transition services, and are subject to
the preceding requirements. Unless otherwise expressly stated in a SOW, CTSI will have no
obligation to store or maintain any Client data in CTSP’s possession or control heyond fifteen
(15) calendar days following the termination of this Agreement. CTS! will be held harmless for,
and indemnified by you against, any and all claims, costs, fees, or expenses incurred by either party
that arise from, or are related to, CTSI's deletion of your data beyond the time frames described in this
Section 7{f).

8) RESPONSE; REPORTING.

a)

b}

Response. CTS| warrants and represents that CTSI will provide the Services, and respond to any
notification received by CTSI of any error, outage, alarm or alert pertaining to the System, in the manner
and within the time period(s) designated in an applicable SOW (‘Response Time"), except for (i} those
periods of time covered under the Onboarding Exception (defined below}, or {ii) periods of delay caused
by Client-Side Downtime (defined below), Vendor-Side Downtime (defined below) or (jii} periods in
which CTSI is required to suspend the Services to protect the security or integrity of your System or

CTSPs equipment or network, or (iv) delays caused by a force majeure event.

i} Scheduled Downtime. For the purposes of this Agreement, Scheduled Downtime wilt mean those
hours, as determined by CTSI (with consideration of your System needs) but which will not occur
between the hours of 8:00 AM and 5:00 PM CST (or CDT, as applicable), Monday through Friday
without your authorization or unless exigent circumstances exist, during which time CTS! will
perform scheduled malintenance or adjustments to its network. We will use our best efforts to
provide you with at least twenty-four (24) hours of notice prior to scheduling Scheduted Downtime.

i) Client-Side Downtime. We will not be responsible under any circumstances for any delays or
deficiencies in the provision of, or access to, the Services to the extent that such delays or
deficiencies are caused by your actions or omissions (“Client-Side Downtime”).

iy Vendor-Side Downtime. We wiil not be responsible under any circumstances for any delays or
deficlencies in the provision of, or access to, the Services to the extent that such delays or
deficiencies are caused by third party service providers, third party licensors, or "upstream” service
or product vendors.

iv) Remedies; Limitations. Except for the Onboarding Exception, if CTSI falls to meet its service level
commitment in a given calendar month and if, under such circumstances, our failure is not due to
your activities, omissions, or inactivity, then upon receiving your written request for credit, we will
issue you a pro-rated credit in an amount equal to the period of time of the outage and/or service
failure. All requests for credit must be made by you no later than forty-five (45) days after you either
(i) report the outage or service failure to us, or (ii) if applicable, receive a monthly report showing
the outage and/or failure. The remedies contained in this paragraph and in Section 7(b) are in lieu
of {and are to the exclusion of) any and all other remedies that might otherwise be available to you
for our failure to meet any service level commitment during the term of this Agreement.

Onboarding Exception. You acknowledge and agree that for the first thirty (30) days following the

commencement date of a SOW, the Response Time commitments described in the SOW will not apply

to CTSI, it being understood that there may be unanticipated downtime or delays due to CTSI's initial
startup activities with you (the "Onboarding Exception”).
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9) CONFIDENTIALITY.

a)

d)

Defined. For the purposes of this Agreement, Confidential Information means any and all non-public
information provided to us by you, including but not limited to your customer data, customer lists,
internal documents, and related information. Confidential Information will not include information that;
(i) has become part of the public domain through no act or omission of CTSI, (ii) was developed
independently by us, or (iii) is or was lawfully and independently provided to us prior fo disclosure by
you, from a third party who is not and was not subject to an obligation of confidentiality or otherwise
prohibited from fransmitting such information.

Use. We will keep your Confidential Information confidential, and will not use or disclose such
information to any third party for any purpose except (i} as expressly authorized by you in writing, or (i)
as needed to fulfill CTSI's obligations under this Agreement. If we are required fo disclose the
Confidential Information to any third party as described in part (i) of the preceding sentence, then we
will ensure that such third party is required, by written agreement, to keep the information confidential
under terms that are at least as restrictive as those stated in this Section 9.

Due Care. We will exercise the same degree of care with respect to the Confidential Information it
receives from you as we normally take to safeguard and preserve its own confidential and proprietary
information, which in all cases will be at least a commercially reasonabie level of care.

Compelied Disclosure. If we are legally compelled (whether by deposition, interrogatory, request for
documents, subpoena, civil investigation, demand or similar process) {o disclose any of the Confidential
information, we will immediately notify you in writing of such requirement so that you may seek a
protective order or other appropriate remedy and/or waive our compliance with the provisions of this
Section 9. We wilt use its best efforts, at your expense, to obtain or assist you in obtaining any such
protective order. Failing the entry of a protective order or the receipt of a waiver hereunder, we may
disclose, without liability hereunder, that portion {and only that portion) of the Confidential Information
that we have been advised, by written opinion from our counsel, that we are legally compelled to
disclose.

10) ARDITIONAL TERMS; THIRD PARTY SERVICES.

a)

c)

EULAs. Portions of the Services may require you to accept the terms of one or mere third party end
user license agreements ("EULAs"). EULAs may contain service levels, warranties and/or Eability
fimitations that are different than those contained in this Agreement. You agree to be bound by the
terms of such EULAs, and will look only to the applicable third party provider for the enforcement of the
terms of such EULAs. If, white providing the Services, CTSI is required to comply with a third-party
EULA and the third party EULA is medified or amended, CTSI reserves the right to modify or amend
any applicable SOW with you to ensure CTSI's continued compliance with the terms of the third party
EULA.

Third Party Tools & Services. CTSI is constantly evaluating any number of Third Party Service
providers for the best and most effective solution available to augment CTSI services and fulfil CTS]
responsibiiities to the Client. Therefore, portions of the Services may be acquired from, or rely upon the
services of, third party manufacturers or providers of IT fools, software, services or hardware,
Examples of these are data hosting services, SIEM/SOC providers, domain registration services, and
offsite backup data storage services (“Third Party Service”). Not all Third Party Services may be
expressly identified as such in a SOW, and at all times CTS| reserves the right to utilize the services of
any third party tool or service provider or to change third party providers in its sole discretion as long
as the change does not diminish the Services to be provided to you under a SOW. CTSE monitors the
performance of all utilized Third Party Service providers to ensure proper delivery of Services as
promised in all CTS1 SOWs and will make prompt adjustments to these Third Party Service providers
to properly meet our obligations. However, we will not be respansible, and will be held harmiess by
you, for the failure of any third-party provider or manufacturer to provide Third Party Services to CTSI
or to you.

Data Loss. Under no circumstances will we be responsible for any data lost, corrupted or rendered
unreadabie due to (i) communication and/or transmissions errors or related failures, (i) equipment
failures (including but not limited to silent hardware corruption-related issues), or (iii) CTSI's failure to
backup or secure data from portions of the System that were not expressly designated in the applicable
SOW as requiring backup or recovery services. Unless expressly stated in a SOW, CTSI does not
warrant or guarantee that any maintained storage device or functionality, data backup device or
functionality, or load balancing functionality will operate in an error-free manner.
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d) BYOD. You hereby represent and warrant that CTS| is authorized to access all devices, peripherals
and/or computer processing units, including mobile devices (such as notebook computers, smart
phones and tablet computers) that are connected to the System, regardless of whether such device(s)
are owned, leased or otherwise controlled by you. CTSI will not be obligated to provide the Services
to any mobile device or temporarily-connected device unless that obligation is specifically stated in an
applicable SOW. Further, unless otherwise stated in a SOW, devices will not receive or benefit from
the Services while the devices are detached from, or unconnected to, the System.

11) OWNERSHIP. Each party is, and will remain, the owner and/or licensor of all works of authorship, patents,
trademarks, copyrights and other intellectual property owned or licensed by such party (“Intellectual
Property*), and nothing in this Agreement or any SOW shall be deemed to convey or grant any ownership
rights or goodwill in one party’s intellectual Property to the other party.

12) ARBITRATION. Any dispute, claim or controversy arising from or related to this Agreement, inciuding the
determination of the scope or applicability of this agreement to arbitrate, shall be determined by arbitration
before one arbitrator to be mutually agreed upon by the parties. The arbitration shail be administered and
conducted by JAMS pursuant to its Streamlined Arbitration Rules and Procedures (the "Rules”). In the
event of any inconsistency between the Rules and the procedures set forth below, the procedures set forth
below will control, The arbitrator will be experienced in contract, intellectual property and information
technology transactions. If the parties cannot agree on an arbitrator within fifteen (15) days after a demand
for arbitration is filed, JAMS shall select the arbitrator. The arbitration shall take place in the venue
described in Section 13, below. The arbifrator shall determine the scope of discovery in the matter, however,
it is the intent of the parties that any discovery proceedings be limited to the specific issues in the applicable
matter, and that discovery be tailored to fulfill that intent. The cost of the arbitration shall be split evenly
between the parties; however, the party prevailing in the arbitration shall be entitled to an award of its
reasonable attorneys’ fees and costs.

13) MISCELLANEQUS.

a) Disclosure. You warrant and represent that you know of no law or regulation governing your business
that would impede or restrict our provision of the Services, or that would require us to register with, or
report our provision of the Services (of the results thereof), to any government or regulatory authority.
Similarly, you represent that your business is not subject to the provisions of the Federal Acquisition
Regulation (FARY), or any similar regulatory acquisition process or procedure. You agree to promptly
notify us if you become subject to any of the foregoing which, in our discretion, may require a
modification to the scope or pricing of the Services.

by Assignment. Neither this Agreement nor any SOW may be assigned or transferred by a party without
the prior written consent of the other party. This Agreement will be binding upon and inure to the benefit
of the parties hereto, their legal representatives, and permitted successors and assigns.
Notwithstanding the foregoing, CTSI may assign its rights and obligations hereunder to a successor in
ownership in connection with any merger, consolidation, or sale of substantially ali of the assets of the
business of CTSI, or any other transaction in which ownership of more than fifty percent (50%) of CTSI's
voting securities are transferred; provided, however, that such assignee expressly assumes CTSI's
obligations hereunder.

c) Amendment. Unless otherwise expressly permitted under this Agreement, no amendment or
modification of this Agreement or any SOW will be valid or binding upon the parties unless such
amendment or modification is originated in writing by CTSI, specifically refers to this Agreement, and
is accepted in writing by one of your Authorized Contacts.

d) Severability. If any provision hereof or any SOW is declared invalid by a court of competent jurisdiction,
such provision will be ineffective only to the extent of such invalidity, iliegibility or unenforceability so
that the remainder of that provision and all remaining provisions of this Agreement or any SOW will be
valid and enforceable to the fullest extent permitted by applicable law.

e) Other Terms. CTSi will not be bound by any terms or conditions printed on any purchase order, invoice,
memorandum, or other written communication supplied by you unless such terms or conditions are
incorporated into a duly executed SOW, or unless CTSI has expressly acknowledged the other terms
and, thereafier, expressly and specifically accepted such other terms in writing.

f)  No Waiver. The failure of either party to enforce or insist upon compliance with any of the terms and
conditions of this Agreement, the temporary or recurring waiver of any term or cohdition of this
Agreement, or the grarding of an extension of the time for performance, will not constitute an Agreement
to waive such terms with respect to any other ogourrences.
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9)

h)

Merger. This Agreement, together with any and all SOWSs, sets forth the entire understanding of the
parties and supersedes any and all prior agreements, arrangements or understandings related to the
Services, and no representation, promise, inducement or statement of intention has been made by
either party which is not embodied herein. Any document that is not expressly and specifically
incorporated into this Agreement or SOW will act only to provide illustrations or descriptions of Services
to be provided and will not modify this Agreement or provide binding confractual language between the
parties. CTSIwill not be bound by any agents' or employees’ representations, promises or inducements
not explicitly set forth herein.

Force Majeure. CTSI will not be liable to you for delays or failures o perform CTSI's obligations under
this Agreement or any SOW because of circumstances beyond CTSl's reasonable control. Such
circumstances include, but will not be limited to, any intentional or negligent act committed by you, or
any acts or omissions of any governmental authority, natural disaster, act of a public enemy, acts of
terrorism, riot, sabotage, disputes or differences with workmen, power failure, communications
delaysfoutages, delays in transportation or deliveries of supplies or materials, cyberwarfars,
cyberterrorism, or hacking, malware or virus-related incidents that circumvent then-current anti-virus of
anti-malware software, or acts of God.

Non-Solicitation. Client understands that CTSI has made a significant investment in hiring and fraining
outstanding personnel and likewise, CTSI understands that the Client has done the same for the
Client's employees. Therefore, during the term of this Agreement and for a period of one (1) year
thersafter, neither party shall employ nor solicit for employment, either directly or indirectly (whether as
an employee, independent contractor, consultant or otherwise), any person who is a current employee
of the other party or who has been employed by the other party, for a period of one (1) year after last
date of employment, unless acceptable to both CTSI and Client. Client and CTSI agree that failure to
abide by this section will cause financial damage to the other party, which considering it would be
difficult or impracticable to determine, will be agreed as the sole and exclusive remedy therefore, as
fiquidated damages and not as a penaity, to be an amount equal to seventy-five percent (75%) of all
compensation received during the pricr 12 months by the person, based on the rate paid by the first
party. |n addition to and without limitation of the foregoing, any solicitation or attempted solicitation for
employment directed to any of the employees of the other party will be deemed to be a material breach
of this Agreement, in which event the damaged party shall have the right, but not the obligation, to
terminate this Agreement or any then-current SOW immediately For Cause.

Survival, The provisions contained in this Agreement that by their context are intended to survive
termination or expiration of this Agreement will survive. If any provision in this Agreement is deemed
unenforceable by operation of law, then that provision shall be excised from this Agreement and the
balance of this Agreement shall be enforced in full.

{nsurance. CTSI and you will each maintain, at each party’s own expense, all insurance reasonably
required in connection with this Agreement or any SOW, including but not limited to, workers
compensation (or equivalent), and general liability. We agree to maintain a general liability policy with
a limit not less than $1,000,000 per occurrence. All of the insurance policies described herein will not
be canceled, materially changed or renewal refused until at least thirty (30} calendar days written notice
has been given to the other party by certified mail.

Goveming Law; Venue. This Agreement and any SOW will be governed by, and construed according
to, the laws of the state of Texas. You hereby irrevocably consent to the exclusive jurisdiction and
venue of the state courts in Lubbock County, Texas, for any and all claims and causes of action arising
from or related to this Agreement.

No Third Party Beneficiaries. The Parties have entered into this Agreement solely for their own benefit.
They intend no third party to be able to rely upon or enforce this Agreement or any part of this
Agreement,

Usage in Trade. Itis understood and agreed that no usage of trade or other regular practice or method
of dealing between the Parties to this Agreement will be used to modify, interpret, supplement, or alter
in any manner the terms of this Agreement.

Business Day. If any time period set forth in this Agreement expires on a day other than a business day
in Lubbock County, Texas, such period will be extended fo and through the next succeeding business
day in Lubbock County, Texas.
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p) Notices; Writing Requirement. Where notice is required to be provided to a party under this Agreement,

such notice may be sent by U.S. mail, overnight courier, fax or email as follows: notice will be deemed
delivered three (3) business days after being deposited in the United States Mail, first class mail,
certified or return receipt requested, postage prepaid, or one (1) day following delivery when sent by
FedEx ar other overnight courier, or one (1} day after notice is delivered by fax or email. Notice sent
by email will be sufficient only if (i) the sender emails the notice to the [ast known email address of the
recipient, and (i) the sender includes itself in the “c¢” portion of the email and preserves the email until
such time that it is acknowledged by the recipient. Notwithstanding the foregoing, any notice from you
to CTSI regarding {a) any alleged breach of this Agreement by CTSI, or (b) any request for
indemnification, or (¢) any notice of termination of this Agreement or any SOW, must be delivered to
CTSl either by U.S. mail or fax, unless such requirement is expressly and specifically waived by CTSI.
All electronic documents and communications between the parties will satisfy any “writing” requirement
under this Agreement.

Independent Contractor. CTSI is an independent contractor, and is not your employer, employee,
partner, or affiliate,

Subcontractors. Generally, CTS! does not utilize subcontractors; however, should CTS! elect to
subcontract a portion of the Services, CTSI shall guarantee all work performed by any CTSl-designated
subcontractor as if CTS! performed the subcontracted work itself.

Data Access/Storage. Depending on the Service provided, a portion of your data may occasionally be
accessed or stored on secure servers located outside of the United States. Generally, CTSI utilizes
offsite facilities and providers so that this situation is avoided, but it is possible. You agree to notify us,
in writing, if your company requires us to modify our standard access or storage procedures.
Counterparts. The parties intend to sign and deliver this Agreement and any SOW in any number of
counterparts, and each of which will be deemed an original and all of which, when taken together, will
be deerned to be one agreement. Each party may sign and deliver this Agreement {(or any SOW)
electronically (e.g., by digital signature andfor electronic reproduction of a handwritten signature), and
the receiving party will be entitled to rely upon the apparent integrity and authenticity of the other party's
signature for all purposes.

AGREED AND ACCEPTED:

pate: 73/~ A9 Date: 7/3 !!CQ o) §

CLIENT CTS|

Hockley County COMPUTER TRANSITION SERVICES, INC.
B02 Houston Street 3223 S. Loop 289, Suite 556

Levelland, Texas 79336 Lubbock, Texas 79423

hd a-

By: Jﬂéga///ifﬁé)é By: Cféw ' M

Print Name / Position Print Name [/ Position

\{r( & a WJJ&CJK %Q‘f Lupn (‘me_}* l UP

Contact Information for person signing:

Addr’

sto .

(City, St_Zip) [ @)lcl lcw\(fi TK U223,

]
¥ 7

(Phone)_$01~ S - LSl
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Computer Transition Services, Inc.

3223 8. Loop 289, Suite 556
Lubbock, TX 79423
www.ctsinet.com

Tel: 806-793-8961 Fax: 806-793-8968

Copyright © 2019. Computer Transition Services, Inc. All rights reserved.

No part of this publication may be reproduced, transmitted, transcribed, stored in a retrieval system, or
translated into any language, in any form or by any means, electronic, mechanical, pholacopying, recording,
or otherwise, without prior written permission fram Computer Transition Services, inc.

All copyright, confidential information, patents, design rights and all other intellactual property rights of
whatsoever nature contained herein are and shall remain the sole and exclusive property of Computer
Transition Services, Inc. The information furnished hereiniis believed to be accurate and reliable. However,
no responsibility is assumed by Computer Transition Services, Inc. for ity use, or for any infringements of
patents or other rights of third parties resulting from is use.

The Computer Transition Services, Inc., name and Computer Transition Services, Inc. lago are trademarks
or registered trademarks of Computer Transition Services, lic.

All other trademarks are the property of their respective owners

Last edited: 05/24/2019
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Rescue Data Backup and Disaster Recovery Statement of Work Version 2019.2

Statement of Work

This Rescue Data Backup and Disaster Recovery Statement of Work (“Rescue SOW’) is governed under
the Master Service Agreement (the "Agreement’) between Computer Transition Services, Inc. {"CTSF,

“we” “us” or "our"), and Hockley County (“Client”, “you” or "your"), the cfient whose name and authorized
signatory appear in the signature block of this Rescue SOW, below,

Scope of Services

The services described below (collectively, "Services”) will be provided fo you under this Rescue SOW.
Services that are not specificaily described in this Rescue SOW will be out of scope and will not be provided
to you unless otherwise agreed to by us in writing.

Transition Services

Transition services are intended to prepare and transition the System (described in the Agreement, and
generally, any Client IT device or component involved in this Rescue SOW) for our ongoing Services
(described below). Transition services are comprised of:

o Procurement and preparation of CTSI supplied Backup Disaster Recovery Server device (BDR),
for Client's IT System environment
Physical installation of the BDR into the Client's System

+ Obtaining from Client administrative access to, and IP addresses for, each Client IT Device covered
by this Rescue SOW (see Managed Equipment/Hardware)

« Installation of CTSI Supplied BDR solution software (coordinated with Client) on Client's IT devices
covered by this Rescue SOW and initial backup image creation from each onto the BDR
Implementation of ongoing backup schedules of these same Client devices to the BDR
Initial test virtualization of each Client server covered by this Rescue SOW
For those devices selected for offsite backup (see "To Cloud” or “Site to Site” listed in the device
name under Covered Devices), propagation of the initial backup images and the most recent daily
backup images from the BDR to the secondary location

If deficiencies are discovered during the transition services, such as outdated or misconfigured equipment,
or accessfrouting issues, we will bring those issues to your attention and discuss the impact of the
deficiencies on the Client and our provision of the Services, in addition to providing you with options to
correct the deficlencies.

The Transition Services outlined above will normally span one week for a 2-3 server implementation.
Depending on the number of Client [T System devices involved, the amount of data they contain, the Client's
IT Infrastructure, and the Client’s cooperation in providing CTSI with access (o Client systems, the
Transition Services could extend to several waeks or more.,

Ongoing Services
The following services will begin immediately after the transition services are completed, and will continue
during the term of this Rescue SOW,

@ CGomputer Transition Services, Inc. 2019 All rights reserved Page 3 of 18
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Rescue Data Backup and Disaster Recovery Statement of Work Version 2019,2

Standard Services

The Services listed below will be provided to you under this Rescue SOW. All Services are provided

during CTSI's normal busingss hours only.

"CTSI Provided Backup.
Disaster Recovery Device

! Full Management of BDR
. Device Systems

. Software Ligense for Client

: Dewces :
' Priority Response

. Secure Offsite Storage

. 24x7 Monitoring and
; Automated Notifications

| Triage of Monitoring
- System Alerts by CTSi
: Operations, Team

_Réscue SOW. This -
Re overy (BDR) Device.

CTS! will be complete!y responmble for the management and funchonahiy of
the BDR device, including the BDR hardware, firmware updates, operating
system and BDR Software soluffon updates, and remediation of any failures
or problems with the BDR device. In the case of a BDR Device component
failure, replacements will be provided by CTSI as quickly as reasonably
poss:ble Client will be notified if any failure could prevent backups from
occurring for more than 1 business day,

BDR solution software and associated licenses will be prowded by CTS! for_ _

every server and workstation covered by this Rescue SOW as lndlcated in:
Covered Devices. (These licenses remain the property of CTSL.) - i
Client's restore or virtualization service requests will be prioritized over all

non-program client requests,

For those Client devices selected for offsite. backup data storage (hs{ed as .

“To-Cloud" in the device name under Covered Devices), offsite storage of :
the last daily backup image will be provided at a secure and hardened Data

Center within the Unifed States, which complies with HIPAA and Stalement :
on Standards for Attestation Engagements (SSAE) standards. " '
For Client devices selected for Site to Site offsite backup rata storage (hsted

as "Site to Site” in the device name under Covered Devices), offsite storage :

of the last daily backup image will be at a facility provided by the Cllent who
is responsible for the security of that offsite facility,
For Client devices not using any.offsite storage, (listed with “NO OFFSETE” in

the device name under Covered Devices), the data being backed up from :

this device is AT RISK if a local disaster were to damage both the Client -
device and the BDR Device which backs it up, because there is no other L
source for that Client device's data, other than the local BDRI

Full management of the BDR device events and data integrity of the locally
stored backups:

CTS! Monitoring systems will provide automated netifications to CTSI of any
hardware, operating system, and backup solution software issues on the
BDR device, plus any malfunctions or potential issues with backup jobs from
each server or workstation included in this Rescue SOW, any potential
backup file integrity issues for all backup jobs

For those Client Devices covered by this Rescue SOW and designated with
"To Cloud” or "Site to Site” in the Covered Devices section below, CTSI
systems will generate alerts to our Ops team on any issues in completing

offsite data transfers from the BDR device so they can be resolved prornpﬂy._ L

Weekdays excluding holidays; (7am -1 Opm CT) CTSl technical review of -
critical issue notifications from the BDR De\nce, ;ts software and any backup
related problems as noted above.: :

® Computer Transition Services, Inc. 2019

All rights reserved
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Backup Frequency :

= :The 1ncrementat bac mterval for server and workstation devices covered
. bythis Rescue SOW defaults to évery 15.minutes beiween 5am and ’IOPU‘I.
. but is- subject to change based on the client's environment.and needs, -~
»  Offsite. backup storage transfer will occur daily only for those devices,
' indicating “To Cloud"or “Sife to Site” in Covered Devices below, typically .~
qutside of business hours. The offsite transfer duration will be dependent on
Client's connectivity bandwidth ‘and the amount of changed data. o
e Itis essential that the Client have sufficient upstream bandwidth to aflow the B
: ‘backups to transfer completely offsite. overmght forthose devices using off -
site storage. A CTSI representative can help you determine if your.current ..
bandwidth is sufficient. - Client understands that if the ‘amount of data backed
up increases signifi cant[y, the Glient may need 10 mcrease the handwmth to
! ; accommodate this nightly fransfer. ' :
- Local and Offsite Storage + Based on the Client's disk space tsed at the begmnlng of this Rescue SOW
~ for Backup Data and the normal expected growth of the Client's data for the subsequent 3
: years, the local BDR storage and offsite storage requirements (when
indicated by "To- Cloud" ar “Site to Site” in Covered Devices) have been
calculated and factored into this monthly fee.
. Backup Data Retention How long are backups retained Iucal]y on the BDR Device?
: Periods Initial base image of backéd up. dewce volumes (at least 1 year)
Consolidated Morithly. (1 year)
Consolidated Weekly (35 days)
Consolidated Daily (35 days)
Intra-day incremental backups, based an the frequency selected (7 days)
Backups oreated more than one year in the past may be purged from ihe
system.
o If Client desires the ability to restore from a backup that is more than one
year old, additional hardware will typically be required to store those
older backups. The cost of additional hardware, is not included in this
Rescue SOW and will bie billed to the Client in addition to this Rescue
SOW's morithly fee, if required,
o If Client desires retention of backups greater than one year old, Client
must communicate this to CTsl, in writing, before the backups reaeh one .
; year in age.
. How long are backups retained offsite?
"« Nighily backup images duplicaled from the BDR o offsite storage (for lhose
; Client devices listed as either "To Cloud” or "Site to Site"in Covered :
_ Devices, below) are retained for two (2) days. R
Dynamic Data Transport »  Tha offsite data transmission process, when applicable, can easily be
Management configured to minimize bandwidth consumption during business hours or
other high availability imes. Our BDR device leverages adaptive bandwidth
throtling, which allows us to set a limit on outbound bandwidth use based on
the time of day and the day of the week,
Secure Backup ~» Datalis encrypted before |t [eaves Client devices using an encryption key that
| only we have.
Backup data files are stored in encrypted form on the BDR Device.
Backup data transmntted offsite are also encrypted with the same key.
Each fila is encrypted using 256:bit AES encryption technology. AES N
‘ Encrypted data without the key cannot be read without the corresponding :
: _ 3 key, so encrypted data cannot be misused, even if it's stalen. :
! Data Compression s  During the backu_p process, before files are encrypted, they are compressed
on the BDR using state-of-the-art compression technology. This compression
ensures that the time it takes to do backups Is shorter and because each file
is significantly smalter, less storage space is required on the BDR device and
offsite.

. & » o & &
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~+  Data compression of the backup images also reduces the time and

handwidth required to duplicate the backup images to the offsite storage

{when “To Cloud" or "Site to Site” has been indicated for the device.) n

i All incremental backups have their integrity confirmed as the i |mage fi Ies are ‘
“saved throughout the day via a checksum mechanism. i
‘e o Every day, the last backup image of each volume is racreated wrtually on lhe

i 'BDR Device and a virtual version of the server is booted up (in a network :

sandbox”.) This canfirms the validity of not ‘only the |ast backup image for, ‘

_the day, but. evely mcremental backup i fmage involved in that dewce uo!ume s

i backup image. :

pe A T8l techmcnan manually mounts every volume from the Cllent's servers

L ‘periodically, Just as.confirmation fhat automated mtes;rlty systems are

i Routing Infegrity Testing

i o . - performing properly.
~ Security — Ownership of : «  The encrypted backup data bemg stored on the BDR and at the Offsme
Backup Data : location (if utilized) remains the sole property of the Glient. If the Client

chooses to terminate services, CTS! will assist the Client in the orderly
termination of services, This could involve copying the backup data images to
another data storage device or external drive. If requested by Client, the cost
of any products or services provided by CTS| during this transition, are not
included in this Rescue SOW and will be billed to the client at the time
services are provided.

Service —Restore -

“Fileand FolderData s As nesded restoration of individual files and

- Restore Services " which are protected by this Rescue SOW (see Covered Devices). .
Email Restore Services for : «  [f Client uses an on prernise (ocal) Microsoft Exchange server and it is
on premise Microsoft ' included in this Rescue SOW, individual email messages, calendar entries or
Exchange Servers : entire mailboxes can be restored as needed from the backups made of the

Exchange database(s) on the covered Server.

CT3! will log all restore requests from the Client.

i CTS) will attempt fo résolve all restore requests or any access, backup or
retrieval problems related to backups ASAP but regardless within one -~
business day of the request. CTSI can restore individual files, file folder(s),
an enlire data volume, and if this Réscue SOW includes a ]ocaE Exchange
server, email, calendar entries or-an entire mailbox from that Exchange |
server, as needed, The amount of time fo restore data is dictated by the
arnount of data to be restored (from just a few minutes to several hours in
extreme cases.) Please email your request to elg@ctsmet com oi-call our

. help desk for assistance at 806-793-8961 or.800-687-2874 (arld chuose
" opfion 3), or submit a request through our Customer Portal at - s
 hitps: Iiconnecl cisinet.comisupport. Always mdlcate !he urgency of your

" Recovery Time Objective

‘ _ L situation,
Recovery from Failed »  Inthe event of a catastrophe where a Client Server named in Covered
Server or Workstations Devices fails, the services to restore data from a backup to the repaired

sefver or similar replacement server are included in this Rescue SOW.

s [f workstations are covered by this Rescue SOW according to Govered
Devices, services to perform data restoration of files and folders that were
backed up from those covered workstations are included in this Rescue
SOW.

o Ifthe replacement server or workstation is significantly different from the
originat {at CTS!'s discretion), additional charges to restore data may
apply.

=  Charges for any hardware, software and/or services fo prepare and install
replacement device(s), are not included in this Rescue SOW and will be

: bilied to the client separately as an equipment reptacement project.

. The BDR with backup data can atso be used to perform a bare metal restore

: to dissimilar hardware which means that when the Client acguires a
replacement for a covered device, the BDR data can be used to restore the

: most current data to the new device hardware without having to install and

configure the device's operating system or other software. Additional costs

' may be required for this service if the replacement device is significantly
different from the original (at CTSI's discretion).

© Computer Transition Services, Inc, 2019 All rights reserved Page 6 of 18
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, Device and Client devices Khat the | BDR is backing up are Iocated in the same fémllty.
isaster occur which destroys both a Ciient Device named in Covered Devices and the CTSI

To prcwde true Dssaster Recovery for a Client device, the data from that device must be copled to a secure -

offsite location, daily. i

« Offsite storage of bacImp data oan be accomplished by fwo of the three choices in this Rescue SOW avallable
Clig

for each Device covered by this solution; "To Cloud” and “Site to Site".
o T 'in the Client device name in Covered De\nces indicates that backup data from thls dewce wnll
-be sent to a Secured Offsite location every day. ';

_ s Client has multiple locations with adequate Internet Access and aflows CTSI fo provide multlp[e BDR--E
‘Devices, a daily copy of the most recent backup image can be sent from oné of the BDR Devices to.a 2™ <
BDR Device at a different Client focation. “Site to Site” included in the name of the Client Device in the -
Covered Devices listing indicates that a daily copy of the backup data for this device will also be stored at |
another Client location. . Obvioulsy geographic seperation of these two BDRs at dnfferent Cilent Iocatlons
is required in order to prowde true Disaster Recovery protection, : :

'« “NOOFFSITE" appearing in the name of the Client Device under Covered Dev:ces |ndrcates that the ONLY ;

‘ COPY-OF THE BACKED UP DATA for this Client Device IS RETAINED ON A SINGLE BDR DEVICE, [fboth

the Client Device and the BDR device providing that Client Device’s backug are. both destroved or damaged, :

the data from that Client device will not be recoverablel B N
+ The Secured Offsite storage facility provided for those devices |nd|cat1ng "To Cloud” in their name under

Covered De\nces provides the following benefits to the Client;

o Highlyredundant storage :

Canhectivity provided by multiple providers with automatic failover. capablhtles

Full physical secunty al each facility including security cameras, and key card access

Fire suppression and environmental control provided

Client data Is stored (in encrypted form) in one of several secure offsite data backup centers in the

continental United States

The data center is certified HIPAA and SSAE compliant

D000

o]

Mahaqed Equipment / Hardware

The Services will be provided for the following equipment / hardware (“Covered Devices"):.

The Services will be provided as indicated in this Rescue SOW to those devices listed in Covered
Devices, below. At the commencement of this Rescue SOW the number of Servers being protected by
this Rescue SOW has been determined to be 22. The initial number of Client Workstations (including
Laptops) being protected by this Rescue SOW is 0. As the number of included Client Servers andfor
Client Workstations or Lapiops increases or decreases, the Client's menthly fee will change (see
"Assumptions / Minimum Requirements / Exclusions”).

Initial quantities:

Coverad WIndows SBIVerS. .....ccovev v vnnnecnces 22
Covered Workstations/Laptops ..., 0
© Computer Transition Services, Inc. 2019 All rights reserved , Page 7 of 18
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Covered Devices

Client Windows Servers and Windows Workstations/Laptops listed by name below are covered by this
Rescue SOW once the Transition Services have been completed. (Workstations/Laptops must be
connected to the Client's network and powered on in order for the workstation backup processes to
oceur.)

Offsite (To Cloud) Backup Storage

When the Client device name below is followed by "To Cloud”, the device's most recent nightly backup
will be slored offsite in addition to being retained on the BDR device. This provides true disaster recovery
for data on this device in case both that Client device and the BDR device become inoperable at the
same fime.

Offsite (Site to Site) Backup Storage

When the Client device name below is followed by “Site to Site”, the device's most recent nightly backup
will be stored offsite in addition to being retained on the BDR device. This offsite storage location must
be provided by the Client who is responsible for the security, power, Internet access, air conditioning, and
CTSI's physical access to this offsite storage location. Clients with multiple [ocations may make use of
this capability to save the cost of commercial offsite storage. CTSI will be responsible for the integrity of
the offsite backup data stored at this Client offsite facility, presuming that the Client maintains the offsite
faility to allow for proper operation of and communication with the CTSI BDR Device operated at that
offsite facllity. (CTSI can provide specific details of what is needed, which depends on the Client's
environment.) Having data stored on both a local BDR device and a distant (at least several miles away)
offsite location provides true disaster recovery for data on this device in case both that Client device and
the local BDR device become inaperable at the same time.

NO OFFSITE means the BDR device contains the only copy of the backup data

“NO OFFSITE" printed next to the Client's device name listed below should be a warning to the Client.
*NO OFFSITE" listed after the name means that there will ONLY BE ONE backup image for this Client
device's data and it will be will be stored on the BDR device. If “NO OFFSITE” is listed next to the

Client device name, should both the Client device and the BDR device become inoperable at the
same time, for any reason, there will be no way to recover the Client device’s data — LE., the data
could be lost If the Client device and BDR device both fail or are destroyed. CTSi strongly recommends

that the Client allow for offsite storage of the most recent backup of any critical data. Using an offsite
location is required to provide true Disaster Recovery capability.

Windows Server Devices being backed up via this Rescue SOW
s TDSERV -> To Cloud

GS01 - To Cloud

VIEWCCONSV1 -> To Cloud

viewsecsv1 -> To Cloud

DSM -> To Cloud

DC1 - To Cloud

DC2 <> To Cloud

DLSV1 > To Cloud

VIEWCONSV2 -> To Cloud

ASDS5 = To Cloud

HCS801 -> To Cloud

EVENTSERV -> To Cloud

MDC1 -> To Cloud

REPLAYSERV2 -> To Cloud

aismartbench -> To Cloud

diwebt -> To Cloud

SvD1 -> To Cloud

SvD2 -> To Gloud

Socon1 -» Te Cloud

Socon2 -> To Cloud

Sofs > To Cloud

* & & & & ® 2 ¢ & & € & & 2 9 8 & & B
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s Soseci -> To Cloud

Windows Workstation/Laptop Devices being backed up via this Rescue SOW
s (none)

Changes in IT Systems

Client agrees that changes to any of the quantities or offsite choices for items listed above may impact
the monthly fee for the Services provided in this Rescue SOW in subseguent monthly invoices. CTSI will
automatically adjust the monthly fee for the Services in this Rescue SOW for changes to the servers or
workstations, as indicated in Fees: Changes to Monthly Fee Due to Client Changes.

© Computer Transition Services, Inc. 2018 All rights reserved Page 9 of 18
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Term: Termination

The Services will commence, and billing will begin, on the date on which the majority of Services are
implemented and operational (“Commencement Date”,) The target Commencement Date has been set to

September 1, 2019.

Please note, due to fluctuations in market pricing and to meet the target Commencement Date for
implementation, that CTSI must receive your signed version of this Rescue SOW by August 17, 2018. We
reserve the right to adjust the pricing and/or the "Commencement Date" noted above if CTSI has not
received your signed version of this Rescue SOW by August 17, 2019.

Duration; Term

No Term is defined for this Rescue SOW, but it is designed to serve the Client for at least one year from
the Commencement Date. Client and CTSI agree that this Rescue SOW will begin on the
Commencement Date and continue indefinitely until terminated as described below.

Termination Due fo Replacement

If Client and CTSI enter into a new staiement of work designed to replace this Rescue SOW, then this
Rescue SOW will be replaced and therefore terminated by the replacement SOW as of the commencement
date of that replacement SOW.

Termination by Client

¢ |f Cllent desires to terminate this Rescue SOW for any reason, Client agrees to provide CTS! with
advance written notice requesting termination of this Rescue SOW. The written notice requesting
termination must be received by CTS! at least 60 days prior to the desired Rescue SOW termination
date,

« Client agrees to be responsible for payment of the Rescue SOW monthiy fees, any other agreed
upon setvices provided by CTSI, and all reimbursable costs incurred on Client’s behalf by CTSI up to
the date of terminaticn.

e There being no defined Term or Expiration Date associated with this Rescue SOW, Client will not be
responsible for any further “expected” amounts related to this Rescue SOW other than those items
noted in this “Termination by Client" section,

« For the purposes of clarity, you and we agree that the terms of this section (“Termination By Client’)
overrules any directly conflicting terms on the Master Service Agreement. Al remaining paragraphs of
the Master Service Agreement section Term; Termination remain in force and unaffected by this
Rescue SOW,

Termination by CTSI
This Rescue SOW may be terminated by CTS| upon thirty (30) days written notice to the Client.

Assumptions / Minimum Requirements / Exclusions

Assumptions

The scheduling, fees and provision of the Services are based upon the following:

« Service outside of CTSI Normal Business Hours
Services provided by CTSI outside of CTSI's Normal Business Hours are not covered by this Rescue
SOW and will be billed to Client separately; provided, however, that all such services are subject to
technician avallability and CTS!'s approval. (See Schedule A, Additional Provisions for details of
CTSl Normal Business Hours.)

« Passwords
Client acknowledges that CTSI must have administrative access to any and all Client systems and
resources involved in this Rescue SOW to perform its duties. As such, CTSI must have administrative
access to the Client’'s Windows Active Directory, Servers and Workstations involved and may need
various Client user IDs and passwords from time to time during performance of restore processes.

© Computer Transition Services, Inc. 2019 Alt rights reserved Page ‘1&0 0 Hi,_’
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Client understands that the backup data will always be encrypted and not accessible to anyone other

than CTSI (who retains the encryption password.)

« Simultaneous Virtualization of All Covered Servers is Not Possible

Client acknoweldges that that to maintain a reasonable cost and to accommodate the great majority of
recovery situations, that this Rescue SOW does not allow for virtualizing more than five (5) Client
servers per BDR Device (typically) at the same time. 2 BDR Device(s) has been provisioned in this
Rescue SOW. To prepare for the potential of a true facllity disaster that impacts mere than five covered
Client servers, Client must consider priorities in terms of which servers would need to be virtualized
first and the functionality of Client systems with just those servers being operational. CTSI can redesign
this Rescue Plan to accommodate the simultaneous virtualization of all Client servers, if desired, but
this will require more equipment, a new Rescue SOW and an increased monthly fee.

Minimum Requirements

The minimum requirements listed below must be maintained by Client at all times. Services required to
bring Client's System(s) up to these standards are not included in this Rescue SOW and will be billed to
Client separately.

« 1 GB (minimum) network connection between the BDR Device and the Client Device(s) it will be

backing up is required in order for the backup processes to complete in a timely manner and to

reduce the amount of time to restore large amounts of data.

Adequate Internet Access bandwidth to allow for the daily transfer of offsite backup data

BDR Device must be located in a facility with normal air conditioning and power sources.

Three (3) network connections are required for the BDR Device.

Participation is required in one of CTS!'s IT Management programs {Assurance, Protect, Watch-

IT) so that CTSI connectivity and monitoring of the BDR Device will be available

« Devices being backed up by this Rescue SOW must consist of versions of hardware, software
and Windows operating system that are all currently supported by their manufacturers, and must
be accessible from the BDR device in order for the backup processes to complete,

» Client Devices being backed up to the BDR must be powered on and connected to the Client's
LAN where the BDR is focated, in order for the backups to occur.

Exclusions

Services that are not expressly described in this Rescue SOW will be out of scope and will not be
provided to Client unless otherwise agreed, in writing, by CTSI. Without limiting the foregoing, the
following services are expressly excluded under this Rescue SOW, and if required to be performed, must
be agreed upon by CTSI in writing:

« Backup protection for any "Cloud” data used by the Client, such as Microsoft Office365, DropBox,
OneDrive, elc.

« The BDR hardware replacement cost and the cost associated with hardware repairs or
replacement due to damage, loss or destruction while at Client's location.

» This backup disaster recovery service is not available for devices running on a version of
Microsoft Windows Operating System that is not supported by Microsoft. (For example, Microsoft
support for Windows Server 2003 ended in July 2015.)

s To reduce the cost of offsite backups and backup data transport traffic from unnecessary backup
data, a separate drive partition is typically created on source server(s) and used to store files
which do not need to be backed up. The contents of this partition are specifically EXCLUDED
from the backup process. Files stored on this partition may include items such as temporary files,
downloaded programs which do not need to be backed up, or internal application routine backups
such as SQL Server backups of databases, etc. This partition is appropriately labeled and should
ONLY be used for files which do not need to be backed up.

Loaned Equipment

The Client agrees that the BDR device(s) deployed by CTS! to the Client’s location(s), which are used in
the execution of this Rescue SOW, shall remain the property of CTSI. The BDR device(s) must be returned
to CTS| when requested.
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The combined total replacement price of all equipment belonging to CTSI which is located at the Client
site(s) is $14,449.98, plus applicable sales tax. If CTS! equipment located at the Client site {the BDR
device(s)) is lost, damaged, or destroyed, the client agrees to pay CTS! for repairs or replacement (at CTSI
discretion) pius applicable sales tax, for that specific equipment.

Access to Equipment and Facilities

The Client understands that CTSI may need to utilize certain items of Client's equipment and may require
access to certain Client facilities. Client will grant authority for CTSI to access Client’s facility and equipment
so that CTSI can fulfill its obligations under this Rescue SOW. Facility access may be denied by Client for
any reason at any time. However, if CTSI is not allowed access to Client's facilities or equipment, Client
could be putting its own backup data and disaster recovery solution at risk. Client understands that if it
prevents CTSI’s physical access to its equipment or facilities and CTSl's BDR device, Client will continue
to pay the monthly fee for this Rescue SOW until such time as it returns CTSI's equipment and software to
CTSI's offices, even if this Rescue SOW is subsequently terminated.

Service Levels

We will respond to restore or virtualization requests or interruptions in the provision of the Services as
soon as possible but within in the timeframe(s) described below. Severity levels will be determined by
CTS! in our reascnable discretion based on our understanding of the Trouble/Severity caused by the
need for the restore or virtualization process to be completed. All Services provided by this Rescue SOW
will be started remotely when feasible, but CTSI will provide onsite service if remote efforts are ineffective
(at CTSI discretion.) (Travel time and mileage to locations outside of Lubbock are not covered by this
Rescue SCW.)

Critical problem: Service not Restore efforts will Response within two {2)
available (all users and functions | begin within one (1)  jhours
unavailable) business hour after
notification. *
Significant degradation of service | Restore efforts will Response within four (4)
(large number of users or begin within two (2}  |hours
business critical functions business hours after
affected) netification. *
Limited degradation of service Restore efforts will Best efforts.
(limited number of users or begin within eight {8)
functions affected, business business hours after
process cah continus). notification. *
Small service degradation Restore efforts will Best efforts.
(business process can continue, | begin within two (2)
one user affected). business days after
notification, *

* Al time frames are calculated as of the time that CTSI is notified of the restore or virtualization request
by Client through CTSI's designated support contact methods listed here:
e Via email to Help@ctsinet.com (monitored during business hours)
« Online by creating a service request on our Managed Services Customer Portal website at
https:/fconnect.ctsinet.com/support {monitored during business hours)
e Talking to a CTSI Dispatcher or Help Desk technictan via telephone by calling our Technical
Support Help Desk at 806-793-8961 (or 800-687-2874) and choosing the technicat support option
» For support cutside of CTS| Business Hours, calling the above number will connect you to CTSl's
After-Hours paging service who will page the On-Call technician to return your call. Client
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understands that support services provided outside of CTS| Business Hours are not covered by
this Rescue SOW,

Notifications received in any manner other than described herein may result in a delay in the provision of
requested restare or virtyalization services. Services provided outside of our normal CTS! Business
hours will be billed to Client at the CTSI applicable hourly rate for the services involved. Client
understands that leaving voice messages or sending email directly to individual technical support
members at CTSI is discouraged because this may delay the resclution of the request.

Fees

The monthly fee for participation in this Rescue SOW will be $ 4,432.42 plus applicable tax, invoiced to
Client in advance. This monthly fee is subject to change if Client changes the IT Systems or Options
covered by this Rescue SOW (see Changes to Monthly Fee Due to Client Changes) and is also
subject to an annual increase (see Annual Increase to Monthly Fee.)

Client agrees to pay a one-time implementation Fee of (WAIVED) plus applicable tax. This one-time
fee will be invoiced once the Services defined in this Rescue SOW are put in place and become
operational. (This one-time implementation fee includes fees for implementation travel time and mileage
if Client's site is located outside of Lubbock.)

The prices for the Services indicated in this Statement of Work are based on Client using payment
methods of ACH or check. Other payment methods are available upon request, but may increase the
price for Services.

Changes to Monthly Fee Due to Client Changes

The monthly fee for this Rescue SOW is based on the quantity and Offsite choices for covered Client
System devices as this Rescue SOW is commenced (see Initial Quantities under Managed Equipment /
Hardware / Software.) When Client makes changes to the number of covered devices or the offsite
choices for each, covered by this Rescue SOW, these changes can impact CTSI's responsibilities as
dictated in this Rescue SOW. Therefore, CTSI may change the monthly fee for this Rescue SOW as Client
makes changes to Its IT Systems which impact CTSI responsibilities. Client understands that changes in
the quantity of Client Servers or Workstations covered by this Rescue SOW, and changes to Offsite storage
of backups for existing Client Devices listed in this Rescue SOW, will autornatically change the monthly fee
for this Rescue SOW. These items will be reviewed monthly and the tfotal monthly Rescue SOW fee
adjusted accordingly.

If the monthly fee for this Rescue SOW increases due to changes in Client Systems or Options covered by
this Rescue SOW by more than 10%, CTSI will provide 30 days advance notice to the Client of the increase.

Should the Client add servers, workstations, offsite options, or make a significant change in how they
utilize their IT systems, the disk space used on the Client servers could grow significantly rendering the
initiat BDR device storage and/or the amount of secured offsite storage space inadequate. Client
understands that these changes could also impact the Internet bandwidth required to transmit the daily
backup information offsite.

o Any of these Client changes could result in increased backup storage requirements for both local
and Offsite backups and therefore an increased monthly fee from that date forward, associated
with this Rescue SOW,

o Client agrees to contact CTS! at least 30 days in advance of any planned change to their Systems
such as those indicated above. This will allow CTSI to determine if any change in the BDR
Device, secured offsite storage, or Internet bandwidth will be required so that these adjustments
can be planed prior to the need

Annual Increase to Monthly Fee

This Rescue SOW includes an automatic annual rate increase in the monthly fee billed to the Client for the
services defined in the Rescue SOW. The monthly fee increase will occur once each year on the
anniversary of this Rescue SOW Commencement Date. The increased fee will become the new monthly
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Rescue SOW fee billed during the 12 months following the anniversary of this Rescue SOW's start date,
adjusted by any other Client changes to IT Systems impacting CTSI responsibilities in this Rescue SOW
during that year.

The annual increase in the monthly fee for this Rescue SOW will be based on the monthly amount billed
for this Rescue SOW just prior to the SOW's anniversary.

To illustrate, the first annual increase will occur one year from the commencement of this Rescue SOW.
Beginning in the 13" month of the Rescue SOW, presuming no changes have occurred in Coverage during
the first year, the monthly fee for this Rescue SOW will increase beginning in the 2 year by $ 177.30 for
a new monthly amount of $ 4,609.72 plus applicable tax.

If changes in Coverage have occurred during the preceding year, the annual increase will be adjusted

proportionately, reflecting those changes, This monthly fee will be increased every year by the same
percentage on the anniversary of this Rescue SOW.

Additional Terms

Additional terms, are attached as Schedule A to this Rescue SOW.

Locations Covered by Services

The Services will be provided to the Client on devices at the following location(s):

Primary Location: Hockley County
802 Houston Street
Levelland, Texas 79336

Additional Location Name . Location Details

Name: . Address:

Rodley Cownky B0 Bvenme H#L | pgelomd 7T V33,
Hneafts Dfnce

Name: Address:

Name: Address:

{if more Localions need to be lisled, please aftach additional pages to this Rescue SOW)
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Acceptance of this Rescue Data Backup and Disaster

Recovery SOW

jﬂﬁﬁ%ﬁ(‘ﬁ

Client . : CTSl TR _
Hockley County Computer Transition Serwces Inc B
Date: Date:
-5~ /7 1-31-19
Signature: Signature.

(S

"Sharie. Bleideg.
#)@ﬁ &yc'our\‘f”y JJQ%E‘,

Print NamefPosition:

@Q‘{an G}”Q‘T I\IP

/

© Computer Transition Services, Inc. 2019

All rights reserved
Private and Confidential

Page 15 of 18

vo 6% et 738




CTSr

S
Rescue Data Backup and Disaster Recovery Statement of Work Version 2019.2

SCHEDULE A

Additional Provisions

CTSI Normal Business Hours

Normal Business Hours are defined as the hours of 8:00 am — 5:00 pm, Central Time, Monday through

Friday, excluding holidays as observed by CTS!. The holidays observed by CTSI are:
» New Year's Day {January 1)

Memorial Day (last Monday in May)

Independence Day (July 4)

Labor Day (first Monday in September)

Thanksgiving {fourth Thursday in November)

Day after Thanksgiving

Christmas Eve (December 24)

Christmas (December 25)

* * & & & ¢ A

CTSI Service Rates
Standard Hourly Rates

As this document was prepared, the standard hourly rates associated with CTS! support roles for service
provided during CTSI's normal business hours vary from $75 to $198. These rates are subject to
change. The standard hourly rafes are used to bil the Client for services provided which are not covered
by this Rescue SOW.

Every CTSI employee providing IT support services is assigned to one of more than a dozen support
roles. The support role of the person providing services is what determines the standard hourly rate for
the services provided. Each of these support roles have education, certification and experience
requirements which must be completed before a person is eligible to work in that role. As our staff
increase their education and certification levels, by completing training and certification exams provided
by our manufacturing partners, the person may move into a higher level support role at CTSI. This can
impact the hourly rate used for the person's support services from that point forward. We work diligently
to balance providing a prompt response from CTSI with a person in an appropriate support role, to
minimize the client’s support costs for work not covered by this Rescue SOW.

After Hours Services
+ Al services provided to Client outside of CTSI's Normal Business Hours as indicated below will be
billed at 1.5 times CTSl's Standard Hourly Rates
These After Hours Services will be bilied in addition to the monthly Rescue SOW fees.
After Hours rates apply:
o Monday — Friday except holidays: 5pm to midnight and 6am to 8am
o Saturday: 6am to midnight
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Premium After-Hours Services
s All services provided to Client outside of CTSI’s Normal Business Hours and CTSI's After Hours
times are considered Premium After Hours services and will be billed at 2 times CTSI's Standard
Hourly Rates.
« These Premium After Hours Services will be billed in addition to the monthly Rescue SOW fees.
« Premium After Hours rates apply: ‘
o Monday — Saturday: midnight to 8am
o Holidays: All Times
o Sunday: All Times

Travel Outside of Lubbock

s Travel and mileage charges to locations outside of the city of Lubbock are not covered by this
Rescue SOW.

» When travel outside of the city of Lubbock is required to provide services to the Client, the Client
will be billed at % the Standard, After Hours, or Premium After Hours rates as applicable, for ail
travel time, plus mileage at the current federal mileage rate, for travel both to and from the place
of service and CTSI's offices.

Modification of System

The Services rely upon physical and virtual configurations of the System as known to, and (if applicable)
determined by, CTSI. Changes made to the System without our prior authorization or knowledge may have
a substantial, negative impact on the provision and effectiveness of the Services. Client agrees to refrain
from moving, modifying, or otherwise altering any portion of the Covered Devices without our prior
knowledge and consent. For the purposes of illustration, Client shall not add or remove hardware from the
Covered Devices, or modify them without CTSI’s prior knowledge. In addition, Client shall not add or
remove hardware or software, or modify in any way, or attempt to relocate, or disconnect, or power down
the BDR Device since it is the property of CTSI and any changes to this device may impact the ability of
CTS! fo provide the services agreed to as stated in this Rescue SOW.

Data Replication

If Client purchases any services that involve data replication at a geographically diverse site, then the
following applies to Client's use of that service: The rate by which the data at the primary site can be
transferred to the secondary site will vary depending on the amount and type of data, constraints inherent
in Client System, and fluctuations in bandwidth availability. Therefore, at any given time, the secondary
site may not be completely up to date. In the event of a failure of the primary source of data, the data that
has not yet completed the transfer from the primary site will be lost. This is normally not an issue, but can
be when they are connecied via the Internet or other lower bandwidth methods. CTSI can provide Client
with some guidelines on latency times based on its understanding of Client's data and system constraints,
but these guidelines are not guarantees.

Patch Management

CTSI shall keep the BDR Device equipment and Windows based operating system software current with
critical patches and updates ("Patches”), generally as such Patches are released by the manufacturers of
the applicable hardware or software and are approved by CTSI. CTSI reserves the right, but not the
obligation, to refrain from installing a Patch if CTS| is aware of potential technical problems caused by a
Patch, or believes that a Patch may render the BDR Device unstable,

Unsupported Configuration Elements or Services

If Client requests a configuration element (hardware or software) in a manner that is not customary at CTSI,
or that is in “end of life” or “end of support” status, CTS! may designafe the element or service as
“unsupported,” “non-standard,” “best efforts,” “reasonable endeavor,” "one-off,” “EOL," “end of support,” or
with like term in the service description (an “Unsupported Service™. CTSI makes no representation or
warranty whatsoever regarding any Unsupported Service, and Client agrees that CTS! will not be liable to
Client for any loss or damage arising from the provision of an Unsupported Service. Deployment and
service level guarantees shall not apply to any Unsupported Service.
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There being no further business to come before the Court, the Judge declared

Court adjourned, subject to call.
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The foregoing Minutes of a Commissioner’s Court meeting held on the . }
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day of ’ \) " J ?{’;\ , A. D. 2019, was examined by me and approved.
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